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A. INTRODUCTION

Although administrative agencies are often entitled to
deference, that deference has a limit. The Court of Appeals
upheld a fine imposed on Petitioner by the Washington Utilities
and Transportation Commission (“Commission”) without due
process. The Commission premised the fine on an obligation it
contrived out of whole cloth after the hearing in the complaint
case; this alleged obligation appears in no statute, regulation or
prior decision, and is fundamentally inconsistent with express
contractual agreements between Petitioner and the State.
Because this case involves a significant question of
Constitutional law, the Court should accept review to address the
limits of agency deference.

B. IDENTITY OF PETITIONER

Petitioner 1s CenturyLink Communications, LLC

(“CenturyLink™), a telecommunications company.



C. THE COURT OF APPEALS DECISION

CenturyLink seeks review of the Unpublished Opinion of
Division I dated August 11, 2025 (“Decision”). App.1.

D. ISSUES PRESENTED FOR REVIEW

1. Whether the Court of Appeals erred in affirming
Commission orders that violated CenturyLink’s due process
rights by imposing a substantial fine without fair notice of the
obligation allegedly violated.

2. Whether the Court of Appeals misapplied the law—
specifically, RCW 80.36.080.!

E. STATEMENT OF THE CASE

The Court of Appeals’ Decision is generally correct with
respect to the facts and procedure; however, the court largely
ignored that CenturyLink and the Washington Military

Department (“WMD”) had entered into a detailed contract

I Review is sought on Issue 1 pursuant to RAP 13(b)(3), (4).
Because the statutory-interpretation issue is closely linked to the
constitutional question, Petitioner respectfully submits the Court
should in its discretion also consider Issue 2 if it grants the
Petition.



expressly outlining CenturyLink’s obligations in transitioning
911 services to a new carrier. The Commission fined
CenturyLink based on a new, agency-created obligation that was
not set forth in any statute, regulation, or in the detailed contract
between CenturyLink and WMD.

1. Comtech’s 911 Failure.

On December 27, 2018, the state of Washington
experienced an outage affecting a portion of its 911 network. At
the time, the state was transitioning from CenturyLink to
Comtech as its Covered 911 Service Provider. See 47 C.F.R. §
9.19(a)(4) (definition of Covered 911 Service Provider). During
this outage, 911 calls to the 15 Public Safety Answering Points
(“PSAPs”)? served by CenturyLink completed, but 911 calls to
the 47 PSAPs served by Comtech did not. AR006163. The calls
did not complete because Comtech deployed all of the Signaling
System 7 (“SS7”) circuits supporting its PSAPs on a single

network (CenturyLink’s “Green Network”), and when that

2 APSAPis a 911 call center.



network experienced an unexpected outage, all four SS7 circuits
went down, causing 911 calls to fail. Id.

Discovering that all of Comtech’s signaling links were on
the same network came as a huge surprise to CenturyLink. To
ensure calls complete, 911 networks are designed with diversity,
meaning if one network path fails, a separate network path 1s
available to complete the call ARO01817-001818.
CenturyLink’s PSAPs were designed with the required diversity,
which 1s why the network outage did not impact 911 calls routed
to CenturyLink’s PSAPs. Comtech’s failure to employ the
requisite diversity meant that when the sole network it used to
support 911 calls went down, its 911 calls failed.

2 The WMD Scope of Work (“SOW?”) and Events
Leading to the Failure.

For decades, CenturyLink served as the Covered 911
Service Provider for the state of Washington. In 2016, WMD—
the government agency responsible for overseeing the state’s 911

network—issued an RFP seeking bids for the role. Comtech



submitted a bid in which it promised to deliver a 911 solution
that “eliminates all single points of failure,” i1s “highly

2

redundant,” and utilizes “network™ and “carrier diversity.”
AR004799-004801. Network and carrier diversity are critical
elements of a modern 911 network design, which is often
software dependent. If there is a software outage, the entire
network could go down. Carrier and network diversity 1s meant
to ensure that a single network crash will not prevent 911 calls
from completing. AROO6595-006596.

Following the RFP process, WMD selected Comtech as
the state’s new Covered 911 Service Provider. WMD’s contract
with Comtech memorialized Comtech’s promise that there would
be no single point of failure in its 911 network. AR0®4574. There
1s no evidence in the record that CenturyLink had any basis to
believe Comtech would fail to honor this contractual obligation.

After the contract was awarded, WMD, Comtech and

CenturyLink participated in a series of meetings to create a plan

for transitioning 911 services from CenturyLink to Comtech.



Those meetings resulted in a March 22, 2017 contract—the

sow. The SOW's defined | NN

ARO013810-013870

(emphasis added).?

3 The jointly created transition plan recognized CenturyLink
could not flash cut all PSAPs to Comtech simultaneously.
Instead, each of Washington’s 62 PSAPs would transition to
Comtech individually over time. That meant Comtech and
CenturyLink would both be delivering 911 calls to different
PSAPs during the transition; when CenturyLink received a call
destined for a Comtech served PSAP, it would hand the call to
Comtech for completion. AR006905. In recognition of the
PSAP-by-PSAP transition, WMD amended its contract with
CenturyLink to state that Comtech “shall be a Covered 911
Service Provider for such Migrated PSAPs and shall be solely
responsible for routing calls from the Demarcation Point
between ESInet I and ESInet Il to such Migrated PSAPs.”
ARO031869 (emphasis added).



The SOW detailed step-by-step requirements that
Comtech and CenturyLink were required to complete on all
aspects of the transition. While the Commission and Division 1
took issue with CenturyLink’s recommendation to use SS7
technology, the SOW mandated its use with WMD’s full consent.

AR013834, AR013842, AR013847. The SOW required |||}

I 013847, ARO13858.
I 013847 Al

of the SS7 links the parties planned to use to support both 911
networks during the transition were in place by late April 2017,
twenty months before the outage. AR013858 (SOW at ID Nos.
39 and 40).

Once the circuits were in place, the SOW required

CenturyLink to work with Comtech to test the circuits.

aroi3s3 (I
Aro13844 (G, R0 13845-013846
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completed the testing in the first half of 2017. AR013858-
013860. When the circuits were tested, Comtech had deployed
two SS7 links on Sprint’s network and two on CenturyLink’s
Green Network (AR016379-016380 at 148:5-149:11), and
CenturyLink deployed two SS7 links on its Green Network and
two on Qwest’s network. AR015132 at 10:12-16; AR013551
(CLC response to Staff data request 27c.). In other words,
Comtech, CenturyLink and WMD jointly designed, deployed and
tested a signaling network to support 911 calling in Washington
that contained geographic, carrier and network diversity.
Indeed, as all parties admit, the original network that
CenturyLink tested was diverse 1n all respects.

Unfortunately, Comtech unilaterally modified the network
without telling CenturyLink. In September 2017, Sprint told
Comtech that 1t would no longer provide circuits, which required
Comtech to find an alternate provider for two signaling links.

While Comtech originally intended to replace those links with



- links (which would have preserved diversity), in January
2018 Comtech changed course -, even though industry
standards explicitly provide that cost should not be a deciding
factor. AR014813. On January 3, 2018, Comtech informed its

SS7 provider, Transaction Network Services (“TNS”) that -

B /R013312-013313. TNS tried to dissuade

Comtech from going down that path, warning that it is

ARO013308-013312. Comtech ignored TNS and in April/May
2018 provisioned all four of its SS7 links on the Green Network.
Comtech admits it did not disclose the newly created lack of
supplier diversity to CenturyLink or WMD. AR013528-013529,
AR013544-013545, AR013513-013518, AR029806.

Comtech doubled down on its cost-savings decision a few

months later by refusing a second opportunity to create carrier

and network diversity in its SS7 links. In August 2018, -



B ~Ro13308-013310.

No one disputes that 911 calls would have completed
during the December 2018 network outage had Comtech availed
itself of the opportunity TNS presented in August 2018.
ARO022221; ARO016521-016522. And no one disputes
CenturyLink was left in the dark that Comtech had abandoned
the required diversity.

3. The Commission Decision

In December 2020, as the statute of limitations was about
to run, Commission Staff initiated an administrative enforcement
action against CenturyLink and blamed it for the failed 911 calls.
By the time Staff figured out why the 911 calls actually had
failed, it was too late to pursue Comtech. The case proceeded to

an evidentiary hearing in December 2022 solely against

10



CenturyLink.

Unable to show CenturyLink had failed to meet any
existing obligation, the Commission invented a new duty in its
Final Orders. It reframed the issue presented in the case as
“whether CenturyLink took reasonable steps to ensure that the
E911 network developed during the transition would function
properly.” AROO6164 (Order 88 9 67). The Commission initially
found CenturyLink responsible and fined it $1.3 million based
on the following conclusion: “The personnel involved in the
transition coordination between the companies should have
known, or at least inquired about, how Comtech was setting up
its network, including the extent to which Comtech was using
sufficiently diverse circuits.” ARO06164 (Order 08 ¥ 68).

CenturyLink moved for reconsideration and emphasized
that the SOW negotiated by WMD, CenturyLink and Comtech
specified the tasks CenturyLink was expected to and did perform
as part of the transition. AR®16993-017015. Those obligations

included specific tasks to design, deploy, and test a fully diverse

11



911 network. It is undisputed that CenturyLink performed each
task it was assigned, and that the network was fully diverse at the
end of the transition coordination. AR013810-013870. The SOW
did not include a duty to check in with Comtech asking whether
it had secretly made any changes to the jointly-developed
network.

The Commission denied reconsideration and gave no heed
to CenturyLink’s compliance with its express contractual
obligation to work with Comtech fo develop a conforming
network design because, according to the Commission,
CenturyLink should have continued to monitor Comtech (an
unaffiliated company) to ensure it didn’t change the jointly
developed network. AR006492-006493 (Order 10 9 12)
(footnotes omitted).* This amounted to a ruling that CenturyLink
should have foreseen the successor service provider chosen by

the state would violate its contractual obligations.

* Orders 08 and 10 are collectively the “Final Orders.”

12



The Commission’s decision rested on two lines of pre-
filed testimony from Brian Rosen (Public’s Counsel’s expert),
who initially testified CenturyL.ink should have been checking in
periodically while implementing the initial network design.
AR016523-016524. At hearing, Rosen expanded on this theme,
claiming CenturyLink should have continued checking in after
the mitial network was deployed. On cross-examination,
however, Rosen admitted that randomly checking in was
unrealistic, but instead the parties should have negotiated a
contract provision that defined expectations when “any changes
were made.” AR®16523-016524. Rosen concluded by stating
that while “ComTech should have told” CenturyLink about the
network modification, in addition, “CenturyLink should have
asked.” Id.

4. The Court of Appeals’ Decision

Because there is no governing regulation, order, or

precedent creating a check-in obligation, Division 1 looked to

RCW 80.36.080 (reproduced at App.59), which generally

13



obligates telecommunications companies to render service in a
“prompt, expeditious and efficient manner,” to keep equipment
in “good condition and repair,” and to provide “modern,
adequate, sufficient and efficient” service. Finding the
Commuission to be entitled to “substantial deference,” the court
accepted the Commission’s arguments that CenturyLink had not
taken “reasonable steps” to police Comtech. App.14, 21, 38. The
court gave short shrift to the fact that CenturyLink had done
everything it was required to do in the SOW with the state,
finding CenturyLink’s compliance with the contract did not
“categorically resolve” the i1ssue whether “shared statutory
responsibility  with Comtech” obligated CenturyLink to
affirmatively monitor Comtech’s compliance. Id. at 23.
Paradoxically, the court found that because RCW
80.36.080 1s “ambiguous,” the Commission had broad discretion
to fine CenturyLink for an extra-contractual obligation. Id. at 18,
27, 38. More problematic, the court simply declined to address

CenturyLink’s notice argument, concluding the issue was merely

14



whether the Commission properly interpreted the statute:
“Because the Commission has special expertise in the area of
telecommunications service regulation, we defer to its
interpretation of what conduct constitutes a violation of RCW
80.36.080.” Id. at 28.

F. WHY THE COURT SHOULD GRANT REVIEW.

The Court should grant review to clarify that deference to
an agency’s interpretation of the law with respect to matters
within its expertise does not require deference to an agency’s
imposition of penalties without fair notice of the specific
obligation alleged to have been violated. These are different
concepts, and Division 1’s fundamental error was conflating
them. Moreover, it is in the public interest to ensure that when
parties contract with the state, they have reasonable certainty
they will not be exposed to substantial fines based on new extra-
contractual requirements imposed after-the-fact by agencies

pursuant to ambiguous statutes.

15



Imposing a fine on CenturyLink for failing to “check in”
to make sure Comtech had not altered the network that WMD,
CenturyLink and Comtech had designed and tested was not
based on any existing standard or guidance. Much to the contrary,
the parties negotiated a SOW that defined the “specific
obligations” WMD expected CenturyLink to perform during the
transition, and the duty to “check in” was not included. Finally,
WMD and Comtech had a separate contract that required
Comtech to deliver a 911 network without any single points of
failure, but Comtech violated that obligation when it unilaterally
modified the network. The Commission therefore fined
CenturyLLink under what Division 1 describes as an ambiguous
statute, for failing to take action it had no notice of, and which
was contrary to provisions in two contracts defining WMD’s
expectations.

1. Due Process Requires Fair Notice.

As an initial matter, the result in this case 1s grossly unfair,

which even the Court of Appeals at times seemed to recognize.

16



CenturyLink was displaced as the state’s 911 service provider. It
cooperated fully in the transition to the new carrier chosen by the
State. It entered into and complied fully with contracts to ensure
continued service. Entirely without its knowledge, the successor
chosen by the state later violated its contractual promise, and, as
a result, 911 calls failed. But the Commission missed the statute
of limitations and could not hold the actual at-fault party
accountable for a significant event that impacted many
Washingtonians, and so, adding insult to injury, it looked to the
only party left, CenturyLink, and fined it based on a newly
devised, extra-contractual duty. While gross unfairness standing
alone 1s, perhaps, not a specifically enumerated ground for
challenging agency action under the APA, it provides the
backdrop for this case. And the Commission #s constrained by
the Constitution. Few legal principles are more settled than the
due process requirement of notice.

The fundamental requirement of due process 1s the

opportunity to be heard “at a meaningful time and m a

17



meaningful manner.” Mathews v. Eldridge, 424 U.S. 319, 333
(1976).° No party can have a meaningful opportunity to be heard
without fair notice of the charges against it. /d. at 334.

The fair notice requirement applies with equal force in
administrative settings. Diamond Roofing Co. v. Occupational
Safety & Health Review Comm ’n, 528 F.2d 645, 648-49 (5th Cir.
1976). “Fair notice requires the agency to have ‘state[d] with
ascertainable certainty what is meant by the standards [it] has
promulgated.”” ExxonMobil Corp. v. Mnuchin, 430 F.Supp.3d
220, 230 (N.D. Tex. 2019) (quoting ExxonMobil Pipeline Co. v.
U.S. Dept of Transp., 867 F.3d 564, 578 (5th Cir. 2017)); see
also Crosswhite v. Wash. State Dep t of Soc. & Health Servs., 197

Wash.App. 539, 555 (2017) (prohibiting agency from

> The Washington APA is modeled after its federal counterpart
and instructs courts to “interpret [its] provisions . . . consistently
with decisions of other courts interpreting similar provisions of
other states, the federal government, and model acts.” RCW
34.05.001.

18



interpreting statute in a certain manner because fair notice would
be lacking, violating due process).

Fair notice 1s particularly critical when an agency seeks to
impose fines. Satellite Broad. Co., Inc. v. FC.C., 824 F.2d 1, 3-4
(D.C. Cir. 1987) (“Traditional concepts of due process
incorporated into administrative law preclude an agency from
penalizing a private party for violating a rule without first
providing adequate notice of the substance of the rule.”). Courts
thus stress that agencies cannot impose fines for conduct that was
not previously sanctionable unless the agency first provides
advanced notice: if “a violation of a regulation subjects private
parties to criminal or civil sanctions, a regulation cannot be
construed to mean what an agency intended but did not
adequately express.” Diamond Roofing, 528 F.2d at 649; see also
Gen. Elec. Co. v. U.S. E.PA., 53 F3d 1324, 1331 (D.C. Cir.
1995), as corrected (June 19, 1995) (if agency’s interpretation of
the law 1s “so far from a reasonable person’s understanding . . .

that they could not have fairly informed [a party] of the agency’s

19



perspective,” then findings of liability and related fines must be
reversed).

Division 1 glossed over fair notice, finding the relevant
due process 1ssue to be whether the Commission should be
atfforded deference withrespect to its interpretation of the statute.
The Court affirmed the Commission because the court found
RCW 80.36.080 to be “so vague that persons of common
intelligence must guess at its meaning and differ as to its
application.” App.26 (quoting Postema v. Pollution Control
Hr’gs Bd., 142 Wn.2d 68, 114 (2000)). That is exactly
backwards. If anything, the ambiguity of the statute should have
put the court on higher alert that CenturyLink was being fined
without adequate notice, since an ambiguous statute by definition
1s unclear. While the principle of judicial deference to an
agency’s interpretation of a statute is well-settled, Division 1°s
view that it also controls due process entirely skipped the

important (and dispositive) question of whether there was

20



sufficient notice of the alleged obligation to “check in.” There

was not.

23 CenturyLink had No Prior Notice of a Duty to
Check In.

The Commission fined CenturyLink $1.3 million because
“[bJoth CenturyLink and Comtech should have been checking
each other, verifying that the entire network was designed and
built to meet both companies’ 99.999 percent availability
requirement.” AR006492-006493 (Order 10 9 12). But, as the
Commission concluded, the original network design was not the
problem; the problem was with the changes Comtech later made
to the network, without CenturyLink’s knowledge or consent,
which eliminated network and supplier diversity. ARO06163
(Order 08 ¢ 65). The Commission thus fined CenturyLink
because it did not periodically check in to make sure Comtech
had not modified the jointly developed network. The

Commission did so even though CenturyLLink had absolutely no

21



notice that anyone—the Commission, Commission Staff, WMD,
or Comtech—expected CenturyLink to be “checking in.”

As discussed, CenturyLink, Comtech, and WMD entered
into the detailed SOW that defined CenturyLink’s obligations in
connection with transitioning Washington’s 911 service provider
responsibilities to Comtech. The SOW included “-
.
_” and defined every task CenturyLink was expected
to perform during the transition. AR013810-013870. The SOW
required CenturyLink to provide circuits, and it did. The SOW
required CenturyLink to assist with the design of the new
network, and it did. The SOW required CenturyLink to
participate in testing the jointly designed network, and it did. No
one—not Staff, not Public Counsel, not WMD—argued that
CenturyLink failed to perform a single requirement in the SOW.

Nothing in the contracts placed CenturyLink on notice that
the Commission might later claim CenturyLink had a “check in”

obligation. Moreover, had Comtech simply informed

22



CenturyLink of its need to replace the Sprint circuits with circuits
from a separate diverse network, CenturyLink could have
accommodated that request and eliminated the concern
altogether. AR®13528. Comtech mstead acted unilaterally and
with a sole focus of minimizing its costs; the result, thousands of
911 calls failed in December 2018.

Public’s Counsel’s expert argued that the parties “should”
have executed a contract requiring CenturyLink to check in.
AR016523-016524. Left unexplained, though, is why insertion
of such a provision into the SOW was CenturyLLink’s obligation.
WMD, the government agency charged with overseeing
Washington’s 911 network, participated in negotiating the SOW
and 1s a party to the SOW. If WMD believed CenturyLink should
have been obliged to monitor Comtech after the network was
designed and tested, it could have inserted such a provision into
the SOW. It is hardly reasonable or fair for the Commission to
conclude that CenturyLink was obligated to impose an obligation

on itself that not even WMD 1mposed.

23



None of the sources CenturyLink could have looked to
were sufficient to put it on notice of any obligations beyond
maimtaining its own networks in a reasonable manner and
performing all of its obligations under its agreement with WMD
and Comtech. And certainly no source put CenturyLink on notice
that someday the Commission might retroactively find it had a
duty to continuously check in with Comtech with whatever level
of frequency would be required to discover any unreasonable and
unsafe conduct. Nor did the Commission bother explaining how
CenturyLink, upon discovering such conduct, could have
accomplished what Comtech’s own vendor could not—convince
Comtech to stop weighing costs over safety and refrain from
dismantling the carrier and network diversity that Comtech had
agreed to provide. ARO06163-006165 (Order 08, 1164, 68-69).

By viewing the due process question as a statutory
interpretation question, Division 1 also lost sight of another
fundamental aspect of CenturyLink’s argument: any suggestion

that it had constitutional notice i1s further undermined by the
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existence of the contract between Comtech and WMD. As noted,
that contract required Comtech to deliver a 911 network
containing network diversity, and without any single point of
failure. ARO®4574 (§ 11.5). The Commission’s determination
that CenturyLink had to “check in” with Comtech 1s a finding
that CenturyLink was expected to periodically verify that
Comtech was not breaching its contract with WMD. Thus, the
actual duty imposed on CenturyLLink was not merely to “check
in,” but to be suspicious of an unaftiliated company without
basis.

We anticipate the Commission’s response will mirror
Division 1°s focus on statutory interpretation argument: that,
because Comtech and CenturyLink were both responsible for
providing 911 service at the time of the outage, the
Commission’s fine should be upheld.

The problem with the Commission’s argument 1s what it
ignores. The Commission ignores that WMD), Comtech and

CenturyLink designed a network that ensured 911 calls would
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complete during an outage. The Commission ignores that WMD,
Comtech and CenturyLink entered into a SOW that provided a
“clear understanding” of each task the State expected
CenturyLink to perform as during the transition. The
Commission ignores that the SOW did not require CenturyLink
to check in, and that CenturyLink performed every task identified
in the SOW, while Comtech unilaterally made changes to the
network design and in the process took its portion of the network
out of compliance with its contract with WMD. And, finally, the
Commuission ignores that no statute, rule or contract contained
language requiring CenturyLink to police Comtech.

The due process clause requires an agency to provide
regulated parties with “ascertainable certainty” about how to
comply with its regulations. ExxonMobil, 430 F.Supp.3d at 230.
Here, WMD created a contract that contained great precision on
what the state expected CenturyLink to do to effectuate the
transition. The Commission 1s effectively arguing it was

authorized to retroactively insert a new requirement into the
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SOW because RCW 80.36.080 contains generic, ambiguous
language, and this Court must defer to the Commission’s
interpretation. That 1s not how due process works.

As described above, due process requires particular care
and scrutiny when an agency seeks to impose fines. Satellite
Broad., 824 F.2d at 3-4. The agency must provide advanced
notice of what it expects a regulated entity to do. Diamond
Roofing, 528 F.2d at 649. Despite those requirements, the
Commission fined CenturyLink $1.3 million even though it
performed every task for which it had advanced notice.

Fining a party for failing to act where no duty to act
previously existed is exactly what the due process clause
prohibits. The Commission’s decision cannot stand. This Court’s
intervention 1s required to address Division 1°s ill-fitting
determination that principles of agency deference obviate the

need for proper notice and due process analysis.

3. The Commission’s Newly Created “Check In”
Requirement also Violates RCW 80.36.080.

27



RCW 80.36.080 obligates telecommunications companies
to render service in a “prompt, expeditious and efficient
manner,” to keep equipment in “good condition and repair,” and
to provide “modern, adequate, sufficient and efficient” service.
“[T]f a statute is plain and unambiguous, its meaning must be
derived from the language of the statute itself.” Harmon v. Dep t
of Soc. & Health Servs., State of Nash., 134 Wash.2d 523, 530
(1998). “When a statute 1s ambiguous and when the statute is
within the field of expertise of the Commission,” which Division
1 found, “we give significant deference to the Commission’s
determination.” App.27 (citing US lest Commc 'ns, Inc. v. IT1ash.
Utils. & Transp. Comm ’n, 134 Wn.2d 74, 86 (1997)).

Nothing in the plain language of RCW 80.36.080 obligates
a carrier to check in periodically with an unaffiliated provider to
ensure it has not modified a jointly developed network. While
both Comtech and CenturyLink had a role in providing 911
service m Washington during the 2018 outage, they did not have

the same role and thus did not have the same duties under RCW
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80.36.080. That statute creates duties with respect to the “service
to be rendered” by a particular “person, firm or corporation.” The
“services to be rendered” by CenturyLink during the transition
were defined with particularity in the SOW. In other words,
CenturyLink’s statutory duties under RCW 80.36.080 related to
the services it was contractually obligated to provide. But
CenturyLink did not have free-standing statutory obligations that
were divorced from its contractual obligations. The
Commission’s Final Orders did not identify the source of any
such extracontractual obligations.

Even extending deference, Washington appellate courts
have “consistently rejected [agency] interpretations of statutes
that broaden [the agency’s] authority to take punitive action.”
Crosswhite, 197 Wash.App. at 557; see also Karanjah v. Dept. of
Social & Health Services, 199 Wash.App. 903, 924 (2017).

Division 1 also erred in interpreting RCW 80.36.080
utilizing a strict liability standard. While no reported judicial

decisions examine the relevant portions of RCW 80.36.080,
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Division 1’s decision is inconsistent with an earlier decision from
one of the Commission’s ALJs. See Wash. Util. and Transp.
Comm’n, v. Qwest Corp., Docket UT-190209 (Initial Order, June
25,2020) (Reproduced at App.43.). (While that decision was not
precedential, it is not cited here as precedent, but to highlight the
agency’s change in position.) The ALJ there found the statute
requires CenturyLink to take reasonable steps to “reduce the
foreseeable risks of a 911 outage.” Id. § 25. The ALJ exonerated
CenturyLink because the company planned and implemented the
network change that resulted in an outage in a manner that
reduced the risk of call failure. /d. Finding liability using a lesser
standard would constitute strict liability, which the ALJ found
would be improper. /d. § 27.

Here, while disclaiming otherwise, Division 1 essentially
found CenturyLink strictly liable. Because CenturyLink shared
network responsibilities with Comtech at the time of the outage,
the court found “applicability of the Commission’s statutory

authority is simply whether CenturyLink was a provider of the
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state 911 telecommunications network that failed in December
2018.” App.26. In other words, because CenturyLink still had a
role in providing other 911 service, Division 1 found
CenturyLink responsible . . . period, full stop. That 1s the essence
of strict liability. If that were the rule, the Commission would
have found CenturyLink responsible during the last outage, yet
its ALJ found the exact opposite.

Applying the statute the same way here requires reversal.
CenturyLink worked with Comtech and WMD to create a plan
for the transition to Comtech. The network, as developed,
deployed and tested, contained network and supplier diversity—
exactly what was needed to ensure 911 calls completed.
CenturyLink took all reasonable steps to reduce “foreseeable”
risks. It simply was not foreseeable that Comtech would
unilaterally modify its network in a manner that put Comtech in
breach of its contract with WMD. Meneely v. S.R. Smith, Inc.,
101 Wash.App. 845, 860 (2000) (“Without evidence that a

defendant knew or reasonably should have known there was any
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danger or potential danger associated with that defendant’s act or
failure to act, any imposition of liability would in essence be the
imposition of lability without fault.””) (quoting N.N.V. v
American Ass’n of Blood Banks, 75 Cal.App.4th 1358 (1999));
Hendrickson v. Moses Lake Sch. Dist., 192 Wash.2d 269, 276
(2018) (harm was “reasonably foreseeable™ if it “fell within a
general field of danger which should have been anticipated™).
Division 1°s Decision should also be reviewed for this reason as

well.

G. CONCLUSION

Petitioner respectfully requests that the Court grant the
Petition for Review and reverse the Decision of the Court of
Appeals.

RESPECTFULLY SUBMITTED this 9th day of
September, 2025.

This document contains 4,991 words, excluding the parts

of the document exempted from the word count by RAP

18.17(b), and thus complies with the applicable word-count
limits set forth in RAP 18.17(c).
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COBURN, J. — In December 2018 a major services outage occurred in
Washington’s 911 telecommunications network resulting in the failure of more than
13,000 911 calls. At the time CenturyLink Communications, LLC (CenturyLink) and
Comtech were both contracted to provide telecommunications services through the
network. The two companies were in a transition period at the end of which Comtech
would assume responsibility for the entire network. After an investigation of the outage,
the Washington Utilities and Transportation Commission (Commission) Staff filed a
complaint against CenturyLink alleging multiple statutory and regulatory violations. After
a review of pre-filed testimony and a two-day evidentiary hearing, the Commission
found that, in part, CenturyLink violated RCW 80.36.080 and imposed a total penalty of
more than $1.3 million. CenturyLink appeals, arguing that (1) the Commission
erroneously applied RCW 80.36.080, (2) the Commission’s finding of liability violates

due process, (3) the Commission’s factual findings are not supported by substantial
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evidence, and (4) the Commission acted arbitrarily and capriciously. Finding no error,
we affirm.
FACTS

Washington’s 911 Network

A. The Parties

The parties to this appeal are:
(1) Appellants: CenturyLink,! a public service company that provides telecommunication
services and that is regulated by the Commission.?
(2) Respondents: the Commission. The Commission is the administrative agency
charged by statute with regulating public service companies in the public interest,
including the services and practices of telecommunications companies. RCW
80.01.040;3 see ch. 80.36 RCW.
(3) Intervenor-Respondent: Washington State Military Department (WMD).4 The WMD

Enhanced 911 Coordination Office contracts for all Washington state 911

' The Commission notes in its response brief that CenturyLink changed its name to
Lumen during the pendency of the matter below. This opinion refers to the company as
CenturyLink consistent with the parties’ briefing.

2 In the proceedings below, the Commission’s staff (the Staff) participated as a party.
See RCW 34.05.455; WAC 480-07-310; ch. 480-120 WAC.

3 Under RCW 80.01.040, the Commission shall:

(1) Exercise all the powers and perform all the duties prescribed by this
title and by Title 81 RCW, or by any other law.

(3) Regulate in the public interest, as provided by the public service laws,
the rates, services, facilities, and practices of all persons engaging within this
state in the business of supplying any utility service or commodity to the public
for compensation.
(4) Make rules and regulations necessary to carry out its other powers
and duties.
4 WMD filed a response brief with this court, in which it states that its “role in this appeal
is limited to protecting confidential information regarding the Washington State’s 911 system.”
WMD does not assign error to the Commission’s underlying orders.

2
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communication services. As a state 911 coordination office, WMD is statutorily
authorized to “[p]rovid[e] and support[] 911 emergency communications systems, which
may include procurement, funding, ownership, and management.” RCW 38.52.520(3).
WMD is also authorized to establish rules that “[s]pecify statewide 911 emergency
communications system and service standards, consistent with applicable state and
federal law.” RCW 38.52.520(8)(c).

Though they are not parties on appeal, the Public Counsel Unit of the
Washington Attorney General’s Office (Public Counsel) and Comtech also participated
as parties in the proceedings below. Public Counsel is the statutory representative of
CenturyLink’s telecommunications customers in Washington. RCW 80.01.100,
80.04.510. Comtech?® is another state telecommunication services provider.

B. CenturyLink and Comtech as Joint Providers

In 2009 WMD contracted with CenturyLink for the provision and maintenance of
state 911 telecommunication services through the Emergency Services Internet
Protocol 911 Network (ESInet I). Through the ESInet | network, 911 calls were received
and routed from the originating 911 telecommunications service provider to 911 call
centers or “Public Safety Answering Points” (PSAPSs).

In 2016 WMD contracted with a new statewide provider, Comtech, “for a next
generation” 911 network known as ESInet Il. As a result, a three-phase process was

initiated to facilitate the transition of statewide 911 services from CenturyLink to

® The Commission also notes in its briefing that Comtech has had different names
through this matter, such as TSYS and Telecommunications Systems, Inc. This opinion refers to
the company as Comtech consistent with the parties’ briefing.

3
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Comtech. During this transition period, both CenturyLink and Comtech were contracted
to provide state 911 services.

The introduction of Comtech as a new state 911 telecommunications services
provider required amendments to CenturyLink’s original contract with WMD.
Amendment J outlined the transition plan between CenturyLink and Comtech, and
required CenturyLink to “provide ... all services, information and data reasonably
necessary to effectuate an orderly and seamless transition to ... [a] successor provider
and to ensure that there is no interruption of 9-1-1 service in the State of Washington.”
This included, in part, for CenturyLink to “provid[e] such other materials and information
as may be needed or required to reasonably effectuate a successor provider.”

Additionally, Amendment M states:

a) Covered 911 Service Provider® during PSAP Migration. The

Department is transitioning the ESINet services to a successor
provider via a phased cutover of PSAPs from Contractor’'s ESlInet |
to New Contractor’s ESlInet Il (“PSAP Migration”). Prior to this
cutover, Contractor shall route calls over ESInet | to the appropriate
PSAPs and, as such, during this time, Contractor is a Covered 911
Service Provider as defined in 47 C.F.R. § 12.4(a)(i)(A) (“Covered
911 Service Provider”) for all PSAPs in the State. Upon the
Department’s cut over of one or more PSAPs to ESInet Il
(“Migrated PSAPs”), the Department’s successor provider shall be

a Covered 911 Service Provider for such Migrated PSAPs and shall
be solely responsible for routing calls from the Demarcation Point!”]

8 Public Counsel’'s 911 telecommunications services expert witness Brian Rosen testified
that “Covered 9-1-1 Service Provider” is a legal term in the Federal Communications
Commission (FCC) regulations that defines responsibilities for 911 service providers. “Among
other things, the FCC requires Covered 9-1-1 Service Providers to meet certain notification
obligations.” See Kries v. WA-SPOK Primary Care, LLC, 190 Wn. App. 98, 120, 362 P.3d 974
(2015) (stating that although expert testimony is generally inadmissible to interpret a contract,
there is an exception where expert testimony is “used to explain the meaning of technical terms
and words of art”).

" CenturyLink conceded during administrative proceedings that Amendment M does not
specify the physical location of a demarcation point. Rosen opined that in the context of
telecommunications services, a demarcation point is generally described in the contract
between the parties and identifies an agreed upon point “where responsibility shifts from one
service provider to another.”

4
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between ESInet | and ESInet Il to such Migrated PSAPs. During the
PSAP Migration, Contractor remains responsible for routing calls to
PSAPs that not have not migrated to ESInet Il (“Unmigrated
PSAPs”), and for routing calls intended for Migrated PSAPs to the
Demarcation Point at ESInet Il, at which point the successor
provider assumes responsibility for delivering such calls to Migrated
PSAPs and is therefore the Covered 911 Service Provider.
WMD, CenturyLink, and Comtech also agreed to a Scope of Work (SOW) regarding the
transition plan between the two telecommunications providers.

The first phase of the transition period involved the batch migration of PSAPs
from CenturyLink’s ESInet | network to Comtech’s ESInet Il network. During this time,
911 calls first went to CenturyLink. CenturyLink determined which calls were destined
for PSAPs served by Comtech, and passed these calls through an interface between
CenturyLink and Comtech. Comtech then routed these calls to the proper PSAP.

During the transition period, the companies’ two ESInet networks were
connected by a Signaling System 7 (SS7). In an SS7 system, signaling messages pass
from an originating device to a terminating device to alert the other side of an incoming
call. CenturyLink used third-party vendor Intrado for its ESInet |. CenturyLink/Intrado’s
system had to interconnect with Comtech’s system to effectuate the transition between
CenturyLink and Comtech. For the interface between CenturyLink and Comtech, the
originating device was the Intrado Gateway that was between CenturyLink/Intrado’s
ESlInet | and the SS7 system. The terminating device was the Comtech gateway
between the SS7 system and Comtech’s ESInet Il. Signaling messages passed through
one or more Signaling Transfer Points (STPs), which are switches that route the SS7

signaling messages from the originating device to the terminating device. The STPs

were supplied by the Transaction Network Services, Inc. (TNS).
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At the time of the outage, the system was designed to work so that when a caller
called 911, the call crossed CenturyLink/Intrado’s ESInet | to the Intrado Gateway. Calls
intended for PSAPs that had already been migrated to Comtech’s ESlInet Il would then
be routed to the interface between CenturyLink/Intrado’s ESInet | and Comtech’s ESInet
II, which consisted of the Intrado and Comtech gateways connected by the SS7 system.
A call set-up signaling message would then originate from the Intrado Gateway
(originating device) to be sent through TNS’ network of STPs to Comtech’s STP and
then to the Comtech Gateway (terminating device). After the set-up message travelled
through the STPs to the Comtech Gateway, an acknowledgment of the set-up message
would be sent back through the SS7 system to the Intrado Gateway and the call would
be accepted. The Intrado and Comtech gateways each consisted of two physical
gateways. Each gateway had two signaling circuits that connected to the STPs. Thus,
there were four SS7 signaling circuits at each end. If none of the four circuits was
functioning, then calls could not complete by crossing the interconnect between Intrado
and Comtech.

C. Circuit Diversity

To protect against network outages or single points of failure within a network,
911 telecommunications networks build in diversity of routes, facilities, and suppliers.®
Circuit supplier and network diversity is intended to ensure that a single network crash

will not prevent 911 calls from completing. Recommended SS7 network design requires

8 According to the National Emergency Number Association, “A best practice when
designing connections into an ESInet is to utilize a mix of diverse transport mediums,
technologies and service providers as is operationally and economically feasible. The emphasis
on ‘no single point of failure’ in 9-1-1 applies to all ESInets.” Important considerations include,
among others, circuit diversity and network diversity.

6
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circuit diversity.

Initially, as part of the network’s original design and related testing,® Comtech
had two of their SS7 circuits on CenturyLink’s nationwide fiber optic Green Network and
two of their circuits on another provider’'s network.'® CenturyLink had two of their SS7
circuits on their Green Network and two on Qwest Corporation’s local network. Comtech
and CenturyLink’s use of two different suppliers for their SS7 circuits at the time of the
shared 911 network’s initial installation meant that each side of the 911 network had
supplier diversity.

In fall 2017 Comtech’s other circuit provider announced it planned to disconnect
their two circuits. After determining another provider was unable to meet the
provisioning deadline, Comtech’s signaling provider TNS ordered two replacement
circuits from CenturyLink on behalf of Comtech. Around fall 2018, Comtech’s other
circuit provider disconnected their two circuits. CenturyLink placed Comtech’s
replacement SS7 signaling circuits on CenturyLink’s Green Network. Thus, with its four
SS7 signaling circuits on CenturyLink’s Green Network, Comtech’s ESlInet Il lacked

supplier and network diversity leading up to the outage.'" Comtech’s ESInet Il relied on

® Testing of the original network design occurred in the first half of 2017. CenturyLink
completed the testing pursuant to the parties’ SOW.

9 An SS7-based system’s signaling circuits are set up in mated pairs.

" In its reply brief, CenturyLink asserts that its formal ordering process was not used to
order diverse replacement circuits for Comtech’s ESlInet Il network. In support, CenturyLink
quotes its witness and vice president of network operations Martin Valence’s testimony in part
stating that Comtech “emailed a retail order that simply identified its need for circuits connecting
certain locations.” CenturyLink argues that “[i]f Comtech had used the process designed to
obtain diverse circuits, CenturyLink could have provided Comtech with SS7 links that contained
both network and carrier diversity.” After being asked during oral argument why then did
CenturyLink process the emailed order instead of requesting Comtech use CenturyLink’s portal,
CenturyLink asserted, contrary to the record and Valence’s own testimony, that “every single
circuit is ordered through a portal,” and that Comtech instead did not utilize “the portion of the
portal that ... requires diversity.” Wash. Ct. of Appeals oral arg., supra, at 23 min. 35 sec.
through 24 min. 42 sec. Valence’s testimony in regard to the replacement circuits was that

7
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CenturyLink’s Green Network for all 911 calls to its PSAPs.
The Outage

On December 27, 2018, CenturyLink’s Green Network experienced a “packet
storm” caused by four malformed packets of data that resulted in a major service
outage'? that affected multiple states.'® The outage interrupted Washington 911
services intermittently over a three-day period, with a complete outage between 12:40
a.m. on December 27 and 8:36 p.m. on December 28. The outage occurred during the
first phase of CenturyLink and Comtech’s transition period. At the time of the outage, 47
PSAPs had transitioned from CenturyLink’s ESInet | network to Comtech’s ESlInet Il
network. Fifteen PSAPs remained on CenturyLink’s ESInet | network.

Because all four of Comtech’s SS7 circuits for its ESInet |l network relied on
CenturyLink’s Green Network for call services to its 47 PSAPs, the Green Network’s
outage resulted in the failure of more than 13,000 calls destined to Comtech’s PSAPs.
By contrast, because CenturyLink’s SS7 circuits were diverse and utilized the national
CenturyLink network as well as Qwest Corporation’s network, calls traversing
CenturyLink’s ESInet | network to CenturyLink’s 15 PSAPs were not affected by the
nationwide Green Network outage. The Commission made the following undisputed

finding regarding the outage:

“Comtech did not utilize the wholesale portal at all. Instead, Comtech merely emailed a retail
order that simply identified its need for circuits connecting certain locations.”

2 The Commission found, and it is undisputed, that “[tjhe outage was a ‘major outage’
as defined in ... [WAC] 480-120-021,” which is “a service failure lasting for thirty or more
minutes that causes the disruption of local exchange or toll services to more than one thousand
customers; total loss of service to a public safety answering point or emergency response
agency.”

3 Rosen described the nationwide failure of CenturyLink’s Green Network as resulting in
“a never-ending feedback loop” that inhibited call routing and data transmission.

8
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To protect against network issues like the packet storm in this case,
[enhanced 911] telecommunications networks incorporate diversity of
routes, facilities, and providers. CenturyLink deployed such diversity in its
own network, and, as a result, few if any [enhanced 911] calls to the
PSAPs CenturyLink continued to serve directly failed as a result of the
packet storm. Comtech, on the other hand, used circuits it obtained solely
from CenturyLink, all of which experienced significant failures.

Administrative Proceedings

In December 2020 the Commission through its regulatory Staff issued a
complaint against CenturyLink. The Commission granted WMD’s and Comtech’s
petitions to intervene. CenturyLink, the Staff, and Public Counsel submitted pre-filed
testimony prior to a two-day evidentiary hearing held in December 2022.

CenturyLink claimed, and maintains on appeal, that it did not know that Comtech
modified its network to use non-diverse SS7 circuits and should not be held liable for
Comtech’s unilateral decision to change its network.

The following is a summary of relevant testimony presented to the Commission.
A. Presented Evidence

Public Counsel’'s expert Rosen said, “In building 9-1-1 systems, | generally
advise that supplier diversity be used to guard against the kind of failure that occurred
here.” Rosen opined that although the failure of the non-diverse SS7 circuits triggered
the 911 service interruption, “[tlhe way CenturyLink designed the interconnection
between the CenturyLink/Intrado system and the Comtech system was unnecessarily
complex and contributed to the December 2018 system failure.” Rosen testified that
both CenturyLink/Intrado’s ESInet network and Comtech’s ESInet network were based

on Internet Protocol (IP).
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In a response to Public Counsel's data request, Comtech stated that it had
initially planned on using a direct IP interconnection between the companies’ ESInet |
and ESlnet Il networks, but CenturyLink refused, “forcing” Comtech to use a SS7-based
system to connect networks. Comtech stated that CenturyLink’s refusal to interconnect
directly required Comtech to use TNS as a third-party provider for the SS7
interconnection, which is not a 911 provider. In meetings with WMD, Comtech continued
to try to persuade CenturyLink to connect directly with IP-based circuits, but
CenturyLink “held fast to its refusal.”'*

The record shows that CenturyLink later proposed a form of interconnection,
which Comtech declined for apparently logistical reasons. Rosen opined:

Adding another entity [such as TNS] to the path increases the probability

of failure. In fact, since both Intrado and Comtech were using gateways

between their respective ESInet[] [networks] and the SS7 connections that

CenturyLink required, adding the third party greatly increased the

complexity of the interconnect. Simpler arrangements should have been

made, which would have significantly reduced the risk of failure.

Rosen testified to the technical complexity of the SS7-based system, including the
system requiring calls to be converted between SS7 and IP at least three times as they
moved through the system. Rosen opined that, in addition to the lack of diverse SS7
circuits, the “system failure occurred because CenturyLink insisted on using an SS7-
based system to interconnect with Comtech.” Based on “the complexity of having an
SS7 network in the middle of two IP networks,” Rosen opined that neither CenturyLink

nor Comtech should be relieved from responsibility. Rosen opined:

Both CenturyLink and Comtech should have been checking each other,
verifying that the entire network was designed and built to meet both

4 Comtech noted that most discussions with CenturyLink and WMD regarding IP and
SS7 connections occurred in in-person and unrecorded meetings in early 2017. CenturyLink
does not dispute this fact.

10
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companies’ 99.999 percent availability requirement. Both should have

been intimately involved in the design and provisioning of the entire

interconnect. CenturyLink was responsible for ‘network’ and ‘transport,’

and they were responsible for the entire network, and all of the circuits,

including the part that failed in December 2018.

CenturyLink employee Carl Klein, who served as a subject matter expert during
the transition period, testified to a February 2017 meeting between CenturyLink,
Comtech, WMD, and Intrado, where he recalled being “surprised at the high volume of
guestions Comtech posed to CenturyLink, in a sense asking CenturyLink how Comtech
should build the 911 network.” Klein testified:

| advised our team to be careful to avoid instructing Comtech how to

design its network. | felt like Comtech would potentially attempt to blame

CenturyLink should Comtech experience problems when it started to

receive calls on its Washington 911 network. Regarding the type of

signaling to be used to support the 911 calling (i.e., SS7 vs IP), the parties

did not discuss details. The parties had high level discussions, and ended

the discussions by agreeing that Intrado and Comtech would continue to

discuss the details after the meeting.

Even though Klein believed Comtech did not have a good plan, he advised his team not
to tell Comtech how to build its network.

CenturyLink claims it did not know that the ordered circuits were for Comtech’s
ESInet Il network and that Comtech did not otherwise specify that it needed diverse
circuits in its orders. Expert Rosen agreed, testifying that “the evidence doesn’'t show
that CenturyLink knew anything about [the nondiverse circuits].” But the Commission
also heard testimony about how CenturyLink had reason to know that the replacement

SS7 circuits that TNS ordered on behalf of Comtech were for Washington’s 911

network. Rosen testified as to why CenturyLink should have known that Comtech’s SS7

11
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circuits were on nondiverse networks'® and that both CenturyLink and Comtech should
have been auditing the diversity of the 911 network’s circuits. The Commission heard
additional evidence to this effect.

Martin Valence, CenturyLink’s vice president of network operations, testified that
“CenturyLink had capacity on different networks that would have allowed CenturyLink to
provision signaling circuits to Comtech over unique networks for completion of 911 calls
in the state of Washington.” Valence stated, “CenturyLink could have provided Comtech
with supplier diversity by itself (by provisioning circuits for SS7 from different networks).”
Valence testified that, including the Green Network, CenturyLink has six separate stand-
alone optical networks that geographically overlap, which allows CenturyLink to create
supplier diversity within its own family of companies. CenturyLink’s multiple optical
networks show that it does not rely on a single vendor; “even if one optical network fails,
the other networks should ensure that calls still complete.” Valence thus opined that had
Comtech informed CenturyLink that they needed diverse circuits for signaling links to
support 911 calls, “CenturyLink could have provided Comtech with supplier/network
diversity.”

Rosen attributed CenturyLink’s lack of knowledge regarding the nondiverse
circuits to CenturyLink’s lack of interest in Comtech’s part of the network. Valence
opined, “It was hands off for [CenturyLink], and that was a big mistake, in my opinion.”
When asked if CenturyLink should have been asking Comtech on a daily basis whether
it had changed their circuits, Rosen responded, “No, but you probably would have had

some agreement that said if any changes were made, let me know.” Rosen testified that

'S CenturyLink concedes that “[n]etwork and carrier diversity are critical elements of a
modern 911 network design.”

12
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CenturyLink was instead “completely unaware of ... [Comtech’s] part of the network.”
Rosen continued:

They never asked or their record doesn’t show them asking any questions

about it. And—and | think that that was wrong. They should have known.

And sure, Com[t]lech should have told them, but CenturyLink should have

asked. And | don’t mean every five minutes ask them if something

changed. | don’t think that that was reasonable, and that’s not what | said.
B. Commission’s Orders

In June 2023 the Commission entered its “Final Order 08.” The Commission
found that CenturyLink failed in satisfying its statutory obligations to adequately manage
and provide 911 telecommunication services. In addition to other violations, the
Commission found by a preponderance of evidence that

... CenturyLink committed at least 13,000 violations of RCW 80.36.080 by

failing to render prompt, expeditious, and efficient service; to keep its

facilities, instrumentalities, and equipment in good condition and repair;

and to ensure that its appliances, instrumentalities, and services are

modern, adequate, sufficient, and efficient, resulting in at least 13,000

dropped or incomplete 911 calls.
The Commission imposed a total penalty of more than $1.3 million.®

The Commission stated that it continues to recognize that Washington citizens
“reasonably rely on their ability to access emergency services by dialing 911.” And that
“[tlheir inability to do so for even a brief period of time poses a serious threat to public
health, safety, and welfare.”

The Commission observed that throughout the transition period, CenturyLink
retained a contractual obligation to provide reasonably necessary “services,

”m

information, and data ... effectuate an orderly and seamless transition”” to Comtech as

the “successor provider” to ensure there is no interruption of statewide 911 services.

6 The amount of the penalty is not at issue in this appeal.
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The Commission stated that it was not CenturyLink’s obligation to ensure that an
event such as the packet storm outage never occurred. Additionally, the Commission
did not base its decision on any comparison of fault of CenturyLink as compared to
Comtech. Rather, the Commission found that both companies were responsible for
providing 911 services during the transition period. Thus, “lh]Jow they divided that
responsibility between themselves,” including any agreed upon demarcation point, “did
not relieve either of them of their obligation to provide the entirety of the service.”

Instead, the Commission identified the issue as whether CenturyLink took
reasonable steps to ensure that the state 911 network functioned properly during the
transition to Comtech. The Commission concluded that by failing to take reasonable
steps to provide acceptable 911 services to Washington customers by preventing or
minimizing the disruption of services as a result of a national network outage,
CenturyLink violated its statutory obligations under RCW 80.36.080. The Commission
found that the packet storm in CenturyLink’s nationwide Green Network resulted in
more than 13,000 failed calls because CenturyLink did not take reasonable steps to
prevent or minimize the disruption of service that followed the packet storm event and
thus to ensure that the state 911 “network developed during the transition would
function properly.”

The Commission reasoned that because CenturyLink insisted on using an SS7-
based interconnection rather than Comtech’s preferred IP interconnection, it was “all the
more incumbent on CenturyLink to make sure that the interconnection was constructed
and configured properly. CenturyLink failed to do so.” In support of its determination, the

Commission found:
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Indeed, CenturyLink witness Klein testified during the hearing that
CenturyLink deliberately made no attempt to tell Comtech how to build its
network, even though it believed Comtech did not have a good plan and
despite CenturyLink’s long experience with building its own network.

The personnel involved in the transition coordination between the
companies should have known, or at least inquired about, how Comtech
was setting up its network, including the extent to which Comtech was
using sufficiently diverse circuits. CenturyLink’s refusal or failure to do so
was not reasonable and resulted in violations of the Company’s legal
obligations.

(Emphasis added.)"”

CenturyLink and Public Counsel independently petitioned for reconsideration. '8
CenturyLink argued that the evidence demonstrated that CenturyLink made all
reasonable efforts to comply with its 911 service obligations and the outage was due to
Comtech’s unilateral failure to maintain network diversity. Both the Staff and Public
Counsel filed oppositions to CenturyLink’s petition.

In November 2023 the Commission denied both petitions for reconsideration in
its Order 10. The Commission stated:

Neither petition for reconsideration convinces us that any of the findings

and conclusions in Order 08 were erroneous. 911 is the most critically

important service a telecommunications company can provide. Lives

literally depend on the ubiquitous ability of callers to access first

responders, police, and medical personnel in the event of an emergency.
Accordingly, we are particularly demanding when reviewing the

7 Not at issue in this appeal, the Commission also concluded that CenturyLink violated
WAC 480-120-412 based on its failure to notify all PSAPs and the Commission of the outage.
The Commission, however, did not find that CenturyLink violated RCW 80.36.220 or WAC 480-
120-450:

There is no evidence in the record, however, that CenturyLink originated

or terminated any of the failed 911 calls and thus the Company did not fail or

refuse to receive, exchange, or transmit messages with another carrier within the

meaning of RCW 80.36.220. Nor was CenturyLink acting as a local exchange

carrier [for 911 services] ... at issue here and thus did not violate WAC 480-120-

450 when calls failed during the outage.

'8 Public Counsel claimed the Commission inadequately considered CenturyLink’s
revenues in its penalty amount determination.
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reasonableness of the actions CenturyLink took or did not take to comply
with the statutes and rules that govern the provision of that service.

(Emphasis added.)

The Commission stated that both CenturyLink and Comtech are to blame for the
December 2018 outage. The Commission reasoned that both companies were
providing services and responsible for the 911 network and call completion at the time
of the outage. “Both companies were required to work together and take reasonable
steps to ensure that no outages would occur. They failed.” The Commission explained:

Further, CenturyLink cannot escape its share of liability for that failure by
claiming that it did not know Comtech had altered its network to totally rely
on circuits from CenturyLink. CenturyLink insisted on the type of network
the companies would use yet refused to take a sufficiently active role in
designing the resulting network or implementing that design. We agree
with the testimony of Brian Rosen that as part of their ongoing meetings,
“[b]oth CenturyLink and Comtech should have been checking each other,
verifying that the entire network was designed and built to meet both
companies’ 99.999 percent availability requirement.” It was not reasonable
for CenturyLink not to have done so, and thus CenturyLink violated RCW
80.36.080 and WAC 480-120-412.

(Emphasis added.)

In its Order 10, the Commission clarified that its conclusion was in regard to
CenturyLink’s violation of RCW 80.36.080, not its contractual obligations to WMD.
“CenturyLink’s justifications for its contract performance are thus irrelevant to the liability
assessment in Order 08.” “Regardless of whether CenturyLink fulfilled its contractual
obligations to WMD, Order 08 concluded that ... [CenturyLink] violated RCW 80.36.080
..., which the Commission has the authority to enforce.” The Commission continued,
“CenturyLink was obligated to proactively work with Comtech to ensure the diversity of
the 911 network, not simply wait for Comtech to provide information and ask for

assistance.”
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In April 2024 CenturyLink, the Commission, and WMD jointly filed a motion with
Thurston County Superior Court to certify this matter for direct appellate review of the
Commission’s final Orders 08 and 10. The superior court granted the motion and
transferred the case without considering its merits to Division Two of this court under
RCW 34.05.518."° Our sister division transferred the case to Division One.

DISCUSSION

Standard of Review

A court’s review of the Commission’s orders is governed by the Administrative
Procedure Act (APA), according to standards set forth in RCW 34.05.570. US W.

Commc’ns, Inc. v. Wash. Utils. & Transp. Comm’n, 134 Wn.2d 48, 55-56, 949 P.2d

1321 (1997) (US W. Commc’ns |); US W. Commc'ns, Inc. v. Wash. Utils. & Transp.

Comm’n, 134 Wn.2d 74, 85, 949 P.2d 1337 (1997) (US W. Commc'ns Il). Subsection

(3) of RCW 34.05.570 provides that, among other grounds, the court may grant relief
from the Commission’s order where:

(d) The agency has erroneously interpreted or applied the law;

(e) The order is not supported by evidence that is substantial when viewed

in light of the whole record before the court ... ;

or

(i) The order is arbitrary or capricious.
“[T]he burden of proof is upon the appellants to demonstrate that those findings and

conclusions are unlawful, unsupported by the evidence, arbitrary or capricious.” Cole v.

Wash. Utils. & Transp. Comm’n, 79 Wn.2d 302, 309, 485 P.2d 71 (1971); see RCW

' Under RCW 34.05.518, an administrative agency’s final decision in an adjudicative
proceeding may be directly reviewed by the court of appeals upon the superior court’s
certification. RCW 34.05.518(1)(a). The statute has been amended since the superior court’s
order, but the relevant language has not changed. Compare LAWS OF 2024, ch. 347, § 1 with
LAwsS OF 202, ch. 305, § 2.
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34.05.570(1)(a). Relief is only granted if the requesting party has been substantially
prejudiced by the agency’s action. RCW 34.05.570(1)(d).
Generally, this court reviews an agency’s legal conclusions de novo. Waste

Mgmt. of Wash., Inc. v. Wash. Utils. & Transp. Comm’n, 24 Wn. App. 2d 338, 344, 519

P.3d 963 (2022). However, a court should give deference “to an agency’s interpretation
of the law where the agency has special expertise in dealing with such issues.”

Schofield v. Spokane County, 96 Wn. App. 581, 587, 980 P.2d 277 (1999). An agency

derives its powers from statute. In re Elec. Lightwave, Inc., 123 Wn.2d 530, 536, 869

P.2d 1045 (1994). Thus, although the Commission may not determine the scope of its
own authority, a court otherwise generally affords substantial deference to the

Commission’s decisions. US W. Commc’ns |, 134 Wn.2d at 56; see Postema v.

Pollution Control Hr'gs Bd., 142 Wn.2d 68, 77, 11 P.3d 726 (2000) (“[A]n agency’s view

of the statute will not be accorded deference if it conflicts with the statute.”); Elec.
Lightwave, 123 Wn.2d at 538 (addressing the Commission’s scope of authority and
holding that the legislature must expressly grant the Commission the authority to grant
monopolies). Where the statute is ambiguous and within the field of the Commission’s

expertise, this court affords significant deference to the Commission’s determination.2°

20 |n its opening brief, CenturyLink cites to the U.S. Supreme Court’s holding in Loper
Bright Enterprises v. Raimondo, which overturned the federal Chevron doctrine and held that
courts must exercise their independent judgment in deciding whether an agency has acted
within its statutory authority and need not defer to an agency’s interpretation of a statute even
where it is ambiguous. 603 U.S. 369, 412-13, 144 S. Ct. 2244, 219 L. Ed. 2d 832 (2024)
(overruling Chevron, U.S.A., Inc. v. Nat. Res. Def. Council, Inc., 467 U.S. 837, 104 S. Ct. 2778,
81 L. Ed. 2d 694 (1984)). The U.S. Supreme Court’s opinion applies to administrative
proceedings under the federal Administrative Procedures Act, 5 U.S.C. § 551 et seq., not the
Washington APA, which is applicable here. See ch. 34.05 RCW. Only “[w]here there is no
Washington case law construing provisions of the Washington APA, federal precedent may
serve as persuasive authority.” King County v. Cent. Puget Sound Growth Mgmt. Hr'gs Bd., 138
Wn.2d 161, 179, 979 P.2d 374 (1999); see Kenmore MHP LLC v. City of Kenmore, 1 Wn.3d
513, 519-21, 528 P.3d 815 (2023) (outlining general legal principles pertinent to the Washington
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US W. Commc’ns Il, 134 Wn.2d at 86. “Ultimately, it is for the court to determine the

meaning and purpose of a statute.” Postema, 142 Wn.2d at 77.

A court reviews an agency’s decision for a clear showing of abuse of

discretion. PacifiCorp v. Wash. Utils. & Transp. Comm’n, 194 Wn. App. 571, 588,

376 P.3d 389 (2016). Under RCW 80.04.430,

[wlhenever the commission has issued or promulgated any order or rule,
in any writ of review brought by a public service company to determine the
reasonableness of such order or rule, the findings of fact made by the
commission shall be prima facie correct, and the burden shall be upon
said public service company to establish the order or rule to be
unreasonable or unlawful.

(Emphasis added.) The deference that we owe the Commission’s findings of fact and
conclusions of law is only underscored when the issues involve complex factual
determinations that are particularly within the Commission’s expertise. Cole, 79 Wn.2d
at 309.

This court reviews the Commission’s factual findings for substantial evidence. US

W. Commc’ns Il, 134 Wn.2d at 86. “Substantial evidence is ‘evidence in sufficient

quantum to persuade a fair-minded person of the truth of the declared premises.” Elec.

Lightwave, 123 Wn.2d at 543-44 (quoting Olmstead v. Dep’t of Health, Med. Section, 61

Whn. App. 888, 893, 812 P.2d 527 (1991)). The Commission’s unchallenged findings are

verities on appeal. PacifiCorp, 194 Wn. App. at 587.

APA, including that “an agency’s interpretation of ambiguous regulatory language [is upheld] as
long as the agency’s interpretation is plausible and consistent with the legislative intent”).
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The Commission’s Authority

A. RCW 80.36.080

CenturyLink first argues that the Commission’s finding that CenturyLink violated
RCW 80.36.080 is not grounded in the plain language of the statute or its legislative
intent. Specifically, CenturyLink argues that the statute does not support that
CenturyLink had an ongoing duty to monitor Comtech to prevent Comtech’s unilateral
modification of Comtech’s side of Washington’s 911 telecommunications network. To
require such a duty, CenturyLink asserts, would be to impermissibly impose strict
liability on CenturyLink merely based on the network’s failure. Because CenturyLink
mischaracterizes the basis of the Commission’s determination and findings, we
conclude that CenturyLink has not carried its burden to establish the Commission
abused its discretion in its determination of CenturyLink’s statutory noncompliance with
RCW 80.36.080.

The Commission is authorized to regulate telecommunications services for the

public interest. US W. Commc’ns |, 134 Wn.2d at 54 (citing former RCW 80.01.040(3)

(1985)): Elec. Lightwave, 123 Wn.2d 530, 534, 869 P.2d 1045 (1994); RCW

80.01.040(3):2' see RCW 80.36.140.
Under RCW 80.36.080,

All rates, tolls, contracts and charges, rules and regulations of
telecommunications companies, for messages, conversations, services
rendered and equipment and facilities supplied, whether such message,
conversation or service to be performed be over one company or line or
over or by two or more companies or lines, shall be fair, just, reasonable
and sufficient, and the service so to be rendered any person, firm or

21 “The utilities and transportation commission shall ... [rlegulate in the public interest, as
provided by the public service laws, the rates, services, facilities, and practices of all persons
engaging within this state in the business of supplying any utility service or commodity to the
public for compensation.” RCW 80.01.040(3).
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corporation by any telecommunications company shall be rendered and
performed in a prompt, expeditious and efficient manner and the facilities,
instrumentalities and equipment furnished by it shall be safe, kept in good
condition and repair, and its appliances, instrumentalities and service shall
be modern, adequate, sufficient and efficient.

(Emphasis added.)

113

This court gives substantial deference to the Commission’s judgment “about how
best to serve the public interest” as a regulatory agency. PacifiCorp, 194 Whn. App. at

588 (quoting Att'y Gen.’s Off. v. Wash. Utils. & Transp. Comm’n, 128 Wn. App. 818,

824, 116 P.3d 1064 (2005)). To this end, the Commission is authorized to respond to

allegations of unreasonable services. See RCW 80.36.140;22 US W. Commc'ns |l, 134

Whn.2d at 117-19 (describing Commission’s broad authority to respond to allegations of
unreasonably poor service by a telecommunications company); see also WAC 480-120-
412(1) (“All companies must make reasonable provisions to minimize the effects of
major outages, including those caused by force majeure, and inform and train pertinent
employees to prevent or minimize interruption or impairment of service.”).

Here, the Commission determined that CenturyLink did not take reasonable
steps to protect against an outage in 911 telecommunications services. Indeed,

CenturyLink seems to concede that it was required to take reasonable steps to meet its

22 RCW 80.36.140 states in part:

Whenever the commission shall find, after such hearing that the rules,
regulations or practices of any telecommunications company are unjust or
unreasonable, or that the equipment, facilities or service of any
telecommunications company is inadequate, inefficient, improper or insufficient,
the commission shall determine the just, reasonable, proper, adequate and
efficient rules, regulations, practices, equipment, facilities and service to be
thereafter installed, observed and used, and fix the same by order or rule as
provided in this title.
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obligations as a telecommunications provider under RCW 80.36.080.2% CenturyLink
argues that the Commission inappropriately extended CenturyLink’s statutory
responsibility to another telecommunications provider's network. Based on the express
language of the Commission’s orders, this argument is untenable.

In its Orders 8 and 10, the Commission stated that its determination of
CenturyLink’s violation was in respect to its underlying statutory obligations under RCW
80.36.080 to act reasonably as a joint telecommunications provider of the state’s 911
network during the transition period, not its otherwise supplementary allocation of duties
as evidenced by contractual agreements with Comtech and WMD. See RCW 80.36.140
(identifying the Commission’s authority to order remedies upon finding a statutory
violation by “any telecommunications company”). The Commission explained that any
division of responsibility between Comtech and CenturyLink did not relieve them of their
statutory obligation to take reasonable steps to ensure that the jointly-administered state
911 network functioned properly. The Commission instead stated that both CenturyLink
and Comtech failed in their statutory responsibility to take reasonable steps to ensure
no service outage would occur.

CenturyLink does not contest the Commission’s finding that at the time of the

outage CenturyLink and Comtech were contracted to provide state 911

2 Because CenturyLink does not challenge the Commission’s application of a standard
of reasonableness in regard to a telecommunications company’s performance under RCW
80.36.080, the cases that it cites to argue that CenturyLink exceeded its regulatory scope are
inapposite. See Crosswhite v. Dep’t of Soc. & Health Servs., 197 Wn. App. 539, 557, 389 P.3d
731 (2017) (discussing the State’s purported expansion of the legal definition of “abuse” as an
improper broadening of its punitive authority); City of Redmond v. Cent. Puget Sound Growth
Mgmt. Hr'gs Bd., 136 Wn.2d 38, 46, 58, 959 P.2d 1091 (1998) (rejecting regulatory agency’s
definition of agricultural land as not supported by statute); Karanjah v. Dep’t of Soc. & Health
Servs., 199 Wn. App. 903, 914-16, 924, 401 P.3d 391 (2017) (holding that agency
misinterpreted law by holding nursing assistant to a higher standard).
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telecommunications services or that the two companies were providing services in a
jointly-created network. CenturyLink does not dispute that it is a “telecommunications
company,” or public utilities company, otherwise subject to the Commission’s broad

regulatory authority. See US W. Commc’ns I, 134 Wn.2d at 96 (“The Commission has

broad authority to regulate the practices of public utilities.”). As such, while
CenturyLink’s purported compliance with the terms of its contractual agreements with
Comtech and WMD may be evidence of the reasonableness of its conduct, it does not
categorically resolve the issue of whether CenturyLink fulfilled its shared statutory
responsibility with Comtech under RC\W 80.36.080 to provide “modern, adequate,
sufficient and efficient” statewide 911 services as a joint telecommunications provider.
Thus, because the Commission examined whether CenturyLink acted reasonably to
satisfy its statutory obligation as a telecommunications provider for the entire statewide
911 network, it cannot be said that CenturyLink was held strictly liable for its failure.

CenturyLink asserts that the legislature intended for the Commission’s broad
regulatory authority over telecommunications services to be exercised in exchange for a
telecommunications company’s “de facto monopoly over [telecommunications] services
offered in the state.” Such ostensible intent, CenturyLink avers, undermines the
Commission’s imposition of an implied duty to monitor another carrier's network on
CenturyLink and penalize it for Comtech’s failure to maintain diversity within its ESInet I
network. We disagree.

CenturyLink’s sole cited authority is not well-taken. CenturyLink refers to this

court’s decision in Wash. Indep. Tel. Ass’n v. Telecomms. Ratepayers Ass’n for Cost-

Based & Equitable Rates, 75 Wn. App. 356, 366-67, 369, 880 P.2d 50 (1994), wherein
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we referenced the legislature’s intent in regard to the Commission’s rate-making

authority. In Wash. Indep. Tel. Ass’'n, we discussed the state Supreme Court’s analysis

in Jewell v. Wash. Utils. & Transp. Comm’n, 90 Wn.2d 775, 777-78, 585 P.2d 1167

(1978). 75 Wn. App. at 366-67. In Jewell, the court held that in return for a monopoly,
telephone companies “are regulated extensively by the commission, including most
importantly the rate structure which they may charge their customers.” 90 Wn.2d at 776.

“The public interest, in return for the grant of a monopoly, requires prompt, expeditious

and efficient service. Quid pro quo, the company is entitled to rates which are fair, just,

reasonable and sufficient to allow it to render such services.” Id. at 777 (emphasis

added). The court held that the telephone company’s increased rate charges to cover its
charitable contributions did not translate to service users “receiving any more prompt or

expeditious service.” Wash. Indep. Tel. Ass’n, 75 Wn. App. at 366 (discussing Jewell,

90 Wn.2d at 777). The court observed that the telephone company’s monopolistic
control over state services meant that increased service charges to cover its charitable
contributions required customers to make involuntary contributions. Jewell, 90 Wn.2d at
777-78.

Thus, CenturyLink’s proffered authority shows the significance of a monopoly in
the public utility context is in regard to service users’ dependence on the service

provider for efficient and adequate services. See Wash. Indep. Tel. Ass’n, 75 Wn. App.

at 366 (discussing Jewell, 90 Wn.2d at 777-78). This dependence justifies the
Commission’s expansive regulatory powers in the name of public interest. See id.;

Tanner Elec. Co-op. v. Puget Sound Power & Light Co., 128 Wn.2d 656, 684, 911 P.2d

1301 (1996) (“The regulation of public utilities by a state agency replaces competition
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and ensures that the public interest is protected.”). Indeed, although the Commission is
required under RCW 80.36.320 to “classify a telecommunications company as a
competitive telecommunications company” subject to minimal regulation if “customers
have reasonably available alternatives and ... the company does not have a significant
captive customer base,” the Commission does not have authority to grant monopolies or

exclusive rights to telecommunications companies. Elec. Lightwave, 123 Wn.2d at 537-

38, 542 (discussing RCW 80.36.230); see RCW 80.36.300(2), (5) (stating legislative
policies to maintain efficient telecommunications service and promote diversity in
telecommunications services supply).

Here, there is no question that 911 callers depended on the state 911
telecommunications system that was jointly administered by CenturyLink and Comtech
when the December 2018 outage occurred. CenturyLink does not dispute the
Commission’s finding that “[t]he citizens of this state reasonably rely on their ability to
access emergency services by dialing 911. Their inability to do so for even a brief
period of time poses a serious threat to public health, safety, and welfare not just a
violation of statute and Commission rules.”

CenturyLink argues that the Commission erred by holding it liable for a problem
with another telecommunication company’s separate network, rather than its own.
However, because CenturyLink had a shared responsibility with Comtech to provide
statewide 911 telecommunications services, CenturyLink’s attempt to divide
responsibility based on network territories is unpersuasive. Indeed, CenturyLink
conceded at oral argument that CenturyLink and Comtech were in a transition period at

the time of the outage and that, to effectuate the state’s 911 system, calls required
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“handoffs” between the two companies. Wash. Ct. of Appeals oral arg., supra, at 2 min.
04 sec. through 3 min. 48 sec.

In the instant matter, the issue of the applicability of the Commission’s statutory
authority is simply whether CenturyLink was a provider of the state 911
telecommunications network that failed in December 2018. See RCW 80.36.080, .140;
RCW 80.01.040(3), (4). It is undisputed that at the time of the outage CenturyLink and
Comtech were joint providers of the state 911 telecommunications system. Further, the
record shows that at the time of the outage CenturyLink was involved in each call,
including determining which calls were directed to Comtech’s PSAPs.

We conclude that CenturyLink has not carried its burden to show that the
Commission exceeded its scope of authority by finding that CenturyLink had a shared
statutory responsibility with co-provider Comtech to deliver “modern, adequate,
sufficient and efficient” services under RCW 80.36.080 by making reasonable efforts to
ensure that the state’s 911 network functioned properly throughout the transition period
between the two companies.

B. Due Process

A regulation “is unconstitutional when it forbids conduct in terms so vague that

persons of common intelligence must guess at its meaning and differ as to its

application.” Postema, 142 Wn.2d at 114 (quoting Burien Bark Supply v. King County,

106 Wn.2d 868, 871, 725 P.2d 994 (1986)). Such a regulation violates due process by
not providing fair warning. Id. “The doctrine serves two important goals — providing fair
notice as to what conduct is proscribed, and protection against arbitrary enforcement of

the laws.” Id. CenturyLink argues that the Commission’s determination violated its due
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process right by imposing an unsupported duty to periodically monitor a co-provider’'s
activity to ensure its contractual compliance. \We disagree.

CenturyLink again mischaracterizes the basis of the Commission’s
determination. The Commission did not reinterpret RCW 80.36.080 to find that
CenturyLink violated a responsibility to monitor another provider. Rather, the
Commission found that, like Comtech, CenturyLink had a responsibility “to make
reasonable efforts to prevent or minimize the disruption of service if such an event [as a
nationwide network] occurs.”

A telecommunications company is required under RCW 80.36.080 to provide
services that are “prompt, expeditious and efficient” and “modern, adequate, [and]
sufficient.” These terms are not defined. “When a statute is ambiguous and when the
statute is within the field of expertise of the Commission,” we give significant deference

to the Commission’s determination. US W. Commc’ns I, 134 Wn.2d at 86. As stated

above, CenturyLink does not challenge that it had a statutory responsibility to act
reasonably in its provision of services. Additionally, CenturyLink expressly agreed in its
contract with WMD to “provide ... all services, information and data reasonably
necessary to effectuate an orderly and seamless transition [to a successor provider] ...
and to ensure that there is no interruption of 9-1-1 [telecommunications] service in the
State of Washington.” This responsibility existed throughout the transition period during
which both CenturyLink and Comtech were jointly contracted to administer the state 911
telecommunications system. To support its conclusion that CenturyLink acted
unreasonably to violate RCW 80.36.080, the Commission cited evidence that supported

its conclusion that CenturyLink “should have known, or at least inquired about” how
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Comtech was setting up its network, including its use of sufficiently diverse circuits, in
order to prevent an interruption in state 911 telecommunications services. Because the
Commission has special expertise in the area of telecommunications service regulation,
we defer to its interpretation of what conduct constitutes a violation of RCW 80.36.080.

See Cole, 79 Wn.2d at 309. CenturyLink’s due process claim fails.

Substantial Evidence

We review the factual question of whether CenturyLink did not take reasonable
steps to satisfy its statutory responsibility for substantial evidence. CenturyLink argues
the Commission’s factual finding that CenturyLink was required to monitor Comtech’s
network after its initial design is not supported by substantial evidence. However, in an
attempt to distinguish its conduct during the initial implementation of the joint 911
network from its conduct thereafter, CenturyLink overlooks the totality of the
Commission’s finding and its evidentiary support. Because the record adequately
supports the Commission’s relevant finding, we conclude that CenturyLink has not met
its burden to overcome the presumption of the validity of the Commission’s factual
findings. See RCW 80.04.430.

Under RCW 34.05.461(3), the Commission’s final orders must “include a
statement of findings and conclusions, and the reasons and basis therefor, on all the
material issues of fact, law, or discretion presented on the record.” An administrative
agency’s factual findings are supported by substantial evidence when there is sufficient
evidence to persuade a fair-minded person. PacifiCorp, 194 Wn. App. at 586. This court

reviews the record as a whole for substantial evidence. Callecod v. \Wash. State Patrol,

84 Wn. App. 663, 670, 929 P.2d 510 (1997).
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The substantial evidence standard is “highly deferential.” PacifiCorp, 194 Whn.

App. at 586 (quoting ARCO Products Co. v. Wash. Utils. & Transp. Comm’n, 125 Wn.2d

805, 812-13, 888 P.2d 728 (1995)). This court views “the evidence and any reasonable
inferences in the light most favorable to the party that prevailed in the highest forum

exercising fact finding authority.” Schofield, 96 Wn. App. at 586. As long as substantial

evidence supports the Commission’s finding, it is immaterial that other evidence may
contradict it. PacifiCorp, 194 Wn. App. at 598. This court defers to the Commission’s
weighing of evidence, including its assessment of witness credibility. Id. at 588.
“Similarly, the Commission is afforded broad discretion in weighing the testimony of

experts.” Id. at 588-89 (citing US W. Commc’ns |, 134 Wn.2d at 62).

Here, the Commission identified the issue under RCW 80.36.080 as being
“‘whether CenturyLink took reasonable steps to ensure that the [Washington 911]
network developed during the transition [between CenturyLink to Comtech] would
function properly.” The Commission found that “CenturyLink insisted on using an SS7-
based interconnection of its network with Comtech’s rather than the IP interconnection
Comtech preferred. It was thus all the more incumbent on CenturyLink to make sure
that the interconnection was constructed and configured properly. CenturyLink failed to
do so.”

The Commission concluded that CenturyLink violated RCW 80.36.080 because it
did not “make reasonable efforts” to provide acceptable 911 telecommunications
services in Washington. It is apparent from the Commission’s Order 08 that the
Commission made such a determination based on the finding that CenturyLink

“personnel involved in the transition coordination between the companies should have
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known, or at least inquired about, how Comtech was setting up its network, including
the extent to which Comtech was using sufficiently diverse circuits.” The Commission

continued by stating that “CenturyLink’s refusal or failure to do so was not reasonable

and resulted in violations of the Company’s legal obligations.” (Emphasis added.)

In its denial of petitions for reconsideration, the Commission specifically clarified
in Order 10 that CenturyLink could not escape statutory liability by claiming it did not
know that Comtech made a unilateral decision to rely on non-diverse SS7 circuits. The
Commission stated that, although Comtech is also to blame, the companies “were
required to work together and take reasonable steps to ensure that no outages would
occur.” The Commission found that “CenturyLink insisted on the type of network the
companies would use yet [unreasonably] refused to take a sufficiently active role in
designing the resulting network or implementing that design.”

The Commission stated, “As discussed ... in Order 08, CenturyLink was
obligated to proactively work with Comtech to ensure the diversity of the 911 network,
not simply wait for Comtech to provide information and ask for assistance.” The
Commission stated that it agreed with Rosen’s testimony that “as part of their ongoing
meetings, ‘[bJoth CenturyLink and Comtech should have been checking each other,
verifying that the entire network was designed and built to meet both companies’ 99.999
percent availability requirement.?4! It was not reasonable for CenturyLink not to have

done so, and thus CenturyLink violated RCW 80.36.080.”

24 Earlier in his testimony, Rosen opined that “[h]ighly available systems [like 911
systems] are supposed to be immune to failures that impact the entire system.”

30

App. 030



86763-6-1/31

CenturyLink first argues in its opening brief that it is unclear whether Rosen’s
testimony is regarding CenturyLink’s responsibility in respect to the network’s initial
design or "Comtech's unilateral changes to the design, or both.”

However, in the context of his testimony regarding the heightened complexity of
the SS7-based system, Rosen testified that both CenturyLink and Comtech “should
have been intimately involved in the design and the provisioning of the entire
interconnect.” (Emphasis added.) Contrary to CenturyLink’s assertion that it was not
clear whether Rosen was referring to the original network design or future changes to
the network, Rosen testified that “CenturyLink was responsible for ‘network’ and

‘transport,” and they were responsible for the entire network, and all of the circuits,

including the part that failed in December 2018.” Emphasis added.

Second, CenturyLink challenges the Commission’s finding that CenturyLink
insisted on using an SS7-based interconnection between its ESInet | network and
Comtech’s ESInet Il network. Although CenturyLink concedes in its reply brief that it
originally proposed an SS7-based system for the 911 network, it cites to a subsequent
email wherein CenturyLink offered an alternative IP interconnection option that Comtech
rejected. Based on the citations to the record in CenturyLink’s reply brief, the record
shows that Comtech declined this later offered option for logistical reasons. Moreover,
CenturyLink does not argue that it offered Comtech the same IP-based solution that
Comtech initially requested. CenturyLink also seems to concede that, regardless of its

later offer of an IP-based alternative, CenturyLink still preferred an SS7-based system.?%

25 CenturyLink notes in its reply brief, “While CenturyLink originally proposed using SS7,
it went back to Comtech with an IP solution, and Comtech rejected it opting for SS7 instead.” In
support, CenturyLink cites to a “Comtech email to CenturyLink stating: ‘our recommendation at
this time is to pursue ESInet to ESInet connections ... using standard ISUP/TDM. ... Our
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Further, CenturyLink does not address Comtech’s statements in the record that
CenturyLink repeatedly refused to use a direct IP interconnection in meetings between
the two companies in early 2017, many of which were not recorded. “The possibility of
drawing inconsistent conclusions from the evidence does not prevent an administrative
agency'’s findings of fact from being supported by substantial evidence.” Ostrom

Mushroom Farm Co. v. Dep’t of Lab. & Indus., 13 Wn. App. 2d 262, 271-72, 463 P.3d

149 (2020); see also Schofield, 96 Wn. App. at 586 (stating the reviewing court views

the evidence and any reasonable inferences most favorably toward the prevailing
party).%

Third, CenturyLink argues that it is unjust for the Commission to penalize
CenturyLink for the use of an SS7-based system when it was contemplated in its SOW
agreed to by WMD (as well as Comtech). However, the Commission did not find that
CenturyLink violated RCW 80.36.080 based on the mere use of an SS7-based system.
Instead, the Commission found that because the two companies used a system that
was chosen by CenturyLink, CenturyLink was obligated to take an active role to make
sure that the network was constructed and functioning properly throughout the transition
period.

Rosen testified that the use of the SS7-based system, which he characterized as

“older technology,” increased the risk of the outage. Rosen testified to the technical

second preference is to use Basic SIP as described in the West NNI document.’ ... ISUP
messages are those sent in SS7 signaling.”

% For this same reason, CenturyLink’s suggestion in its reply brief that the lack of “a
provision in[] the SOW requiring CenturyLink to periodically check in with Comtech” does not
defeat the conflicting evidence in the record that supports the Commissions’ finding that
CenturyLink should have been proactive in its collaboration with Comtech to ensure the ongoing
functionality of the state 911 telecommunications system.
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complexity of the SS7-based system, including the system requiring calls to be
converted between SS7 and IP at least three times as they moved through the system.
Rosen opined that adding another entity, such as TNS, increased the probability of the
network’s failure and “greatly increased the complexity of the interconnect.” Rosen
opined that, in addition to the lack of diverse SS7 circuits, the “system failure occurred
because CenturyLink insisted on using an SS7-based system to interconnect with
Comtech.”

Rather than taking a proactive stance with Comtech with regard to the ongoing
operation of Washington’s 911 system, Rosen testified that CenturyLink “had no interest
in [Comtech’s] part of the network” and took a “hands off” approach, which “was a big
mistake.” Rosen opined, “[S]ure, Comtech should have told [CenturyLink about the
change to nondiverse circuits], but CenturyLink should have asked,” and “[tlhey never
asked.” Rosen opined that CenturyLink and Comtech should have been auditing the
diversity of the 911 network’s circuits.

Multiple experts, including Rosen, opined that CenturyLink should have known
about the lack of diversity. Rosen’s testimony spoke to a collaborative standard that
CenturyLink should have exercised in its joint provider relationship with Comtech.

In its reply brief, CenturyLink argues this court should not consider the State’s
argument that CenturyLink had a duty to audit the network because the Commission
made no such finding. However, this court is not limited in its review of the record in
regard to the issue of whether substantial evidence supports the Commission’s finding
that CenturyLink acted unreasonably pursuant to its statutory obligations under RCW

80.36.080. See RCW 34.05.570(3)(e); see also Whitehall v. Wash. State Emp. Sec.
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Dep’t, 25 Wn. App. 2d 412, 420, 523 P.3d 835 (2023) (“When a party contends an
agency decision is not supported by substantial evidence, we review the entire agency

record.”) (quoting Affordable Cabs, Inc. v. Emp’t Sec. Dep’t, 124 Wn. App. 361, 367,

101 P.3d 440 (2004)). The Commission heard additional testimony to this effect.
Regardless, CenturyLink’s complaint that the evidentiary support for the
Commission’s order is limited to Rosen’s sparse testimony is not well-taken. This court

should not substitute its judgment for the Commission’s with regard to the weight

granted to witnesses, experts, or conflicting evidence. Beatty v. Wash. Fish & Wildlife

Comm’n, 185 Wn. App. 426, 449, 341 P.3d 291 (2015); Att'y Gen.’s Off., Pub. Couns.

Unit v. Wash. Utils. & Transp. Comm’n, 4 Wn. App. 2d 657, 682, 423 P.3d 861 (2018).

In a complex and technical factual area that is close to the heart of the agency’s
expertise such as this, the agency’s fact-based determinations are given significant
deference. Beatty, 185 Wn. App at 449.

Fourth, CenturyLink argues that because Klein testified in regard to the initial
development of the transition plan between CenturyLink and Comtech, his testimony
does not support that CenturyLink was required to monitor Comtech on an ongoing
basis. The Commission’s order does not show that Klein’s testimony was used for this
purpose. Rather, it is apparent that the Commission cited Klein’s testimony in support of
its conclusion that CenturyLink failed to take reasonable steps to ensure the
interconnection between CenturyLink’s ESInet | and Comtech’s ESInet Il networks “was
constructed and configured properly” to ensure the proper functioning of the state 911
network throughout the transition period. Indeed, Klein’s testimony indicates the

company’s unreasonable hands-off approach to its joint-provider relationship with
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Comtech. Klein testified that at a February 2017 meeting, he was surprised at how
many questions Comtech was asking CenturyLink about how to build the 911 network.
Klein, as observed in the Commission’s Order 08, testified during the hearing that he
advised his team not to tell Comtech how to build its network, even though he believed
Comtech did not have a good plan. In addition to his testimony cited by the
Commission, Klein testified, in the context of the February 2017 meeting, that he was
wary of becoming too involved with Comtech’s network in the event Comtech tried to
blame CenturyLink for future mishaps, and that although the companies “had high level
discussions,” they did not share details and instead ended “the discussions by agreeing
that [third party vendor] Intrado and Comtech would continue to discuss the details after
the meeting.” Although Klein testified that his role in the transition became more limited
after the February 2017 meeting, as CenturyLink alludes to in its briefing, the fact that
CenturyLink attempted to distance itself from Comtech’s plan during the shared
network’s initial design supports the Commission’s conclusion that CenturyLink
unreasonably assumed a passive posture to the companies’ joint provision of state 911
services.?’

Finally, in its Order 08, the Commission acknowledged that Washingtonians
“reasonably rely on their ability to access emergency services by dialing 911,” and that
even a brief interruption in 911 call services “poses a serious threat to public health,

” o

safety, and welfare.” “[The major outage] in December 2018 was a serious health and

safety threat to Washington state residents.” In its denial of the petitions for

27 Indeed, Klein testified that “[m]ost of the technical details for transitioning services to
Comtech were worked out between Comtech and Intrado, with [CenturyLink employee]
supporting those discussions as the company’s project manager.”
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reconsideration, Order 10, the Commission again emphasized how the context of 911
telecommunications services factored into its determination. Because “911 is the most
critically important service a telecommunications company can provide,” the
Commission stated it is “particularly demanding when reviewing the reasonableness of
the actions CenturyLink took or did not take to comply with the statutes and rules that
govern the provision of that service.” CenturyLink does not dispute the profound
responsibility a telecommunications company assumes when it contracts to provide 911
services. Relevant policy considerations are within the Commission’s discretion. U.S.

W. Commc’ns I, 134 Wn.2d at 99. Accordingly, and in light of the record before this

court, we reject CenturyLink’s contention that its liability is not supported by contract,
law, or an industry standard.

In consideration of the record and the high level of deference this court owes to
an agency’s factual findings in a hyper-technical field such as this, see Beatty, 185 Whn.
App at 449, the Commission’s finding that CenturyLink violated RCW 80.36.080 by
assuming an unreasonable hands-off approach to its joint provision of 911 call services
is supported by substantial evidence.

Arbitrary and Capricious

A. Finding of Statutory Violation
CenturyLink argues that the Commission’s determination is arbitrary and
capricious. We disagree.

The Commission’s action is arbitrary and capricious only if it “is willful and
unreasoning and taken without regard to the attending facts or circumstances.”

PacifiCorp, 194 Wn. App. at 587 (internal quotation marks omitted) (quoting Atty Gen.’s

36

App. 036



86763-6-1/37

Off., 128 Wn. App. at 824). The Commission’s determination is not arbitrary and

capricious merely because “there is room for two opinions.” Id. “Neither the existence
of contradictory evidence nor the possibility of deriving conflicting conclusions from the
evidence renders an agency decision arbitrary and capricious.” Id. “The scope of review
under this standard is ‘very narrow’ and the party seeking to demonstrate that action is

arbitrary and capricious ‘must carry a heavy burden.” Karanjah v. Dep’t of Soc. &

Health Servs., 199 Wn. App. 903, 925, 401 P.3d 381 (2017) (quoting Pierce County

Sheriff v. Civ. Serv. Comm’n of Pierce County, 98 Wn.2d 690, 695, 658 P.2d 648

(1983)).

CenturyLink asserts that this court’s decision in Karanjah, 199 Wn. App. 903, is
instructive. In Karanjah, this court considered whether a nursing aide’s conduct toward a
resident in an assisted living facility constituted abuse under the law. 199 Wn. App. at
923-24. This court held that the agency’s factual findings established that Karanjah'’s
actions were protective and not knowingly injurious or ill-tended as required by statute.
Id. at 922-25. Further, this court held that the agency misinterpreted the law as requiring
Karanjah to establish she was acting in self-defense or the defense of others to be
reasonable. Id. at 924-25. Because the agency’s decision was in disregard of facts and
circumstances that made Karanjah’s actions protective as a matter of law, it was
arbitrary and capricious. Id. at 925.

Karanjah is inapposite. In the instant case, the Commission enforced
CenturyLink’s liability under RCW 80.36.080, which requires a telecommunications
provider to furnish services that are “prompt, expeditious and efficient” and “modern,

adequate, [and] sufficient.” These statutory terms are not defined with specificity like the
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definition of abuse was in Karanjah. See 199 Wn. App. at 914. As referenced above, “in

the case of an ambiguous statute which falls within the agency's expertise, the agency's
interpretation of the statute is accorded great weight, provided it does not conflict with

the statute.” Utter v. Bldg. Indus. Ass’n of Wash., 182 Wn.2d 398, 421, 341 P.3d 953

(2015); see Glaubach v. Regence Blueshield, 149 Wn.2d 827, 834, 74 P.3d 115 (2003)

(“This court ... give[s] great weight to the interpretation of statutes laid down by the
executive agency charged with enforcement.”). CenturyLink does not otherwise
challenge the reasonableness standard that the Commission employed to assess its
conduct as related to the December 2018 outage under RCW 80.36.080.

CenturyLink again attempts to narrow its scope of liability by arguing that the
Commission must have cited an explicit standard for how often CenturyLink should
have checked in with Comtech to ensure its conduct was reasonable. Yet, with regard
to the factual basis of the Commission’s determination, CenturyLink does not argue that
it inquired about Comtech’s ongoing use of sufficiently diverse circuits to any extent, or
that it was otherwise actively collaborating with Comtech to ensure there was no
interruption in ongoing state 911 services after the initial network was deployed.?8
Instead, CenturyLink’s contention incorrectly implies that whether the Commission can
conclude a telecommunications company’s conduct is unreasonable is a question of law
rather than necessarily involving factual determinations grounded in the Commission’s
expertise. We give substantial deference to agency views when its “determination is

based heavily on factual matters, especially factual matters which are complex,

2 |n its reply brief, CenturyLink states that although “[i]t worked with Comtech to jointly
develop and test the original network,” “what CenturyLink did not do was attempt to
micromanage Comtech after the original network was designed, deployed, and tested.”
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technical, and close to the heart of the agency’s expertise.” Hillis v. Dep’t of Ecology,

131 Wn.2d 373, 396, 932 P.2d 139 (1997). CenturyLink provides no authority to
establish that the Commission improperly exercised its discretion in accordance with

RCW 80.36.080 as granted by the legislature. See PacifiCorp, 194 Wn. App. at 615 (“In

reviewing matters within agency discretion, the court shall limit its function to assuring
that the agency has exercised its discretion in accordance with law, and shall not itself
undertake to exercise the discretion that the legislature has placed in the agency.”)

(internal quotation marks omitted) (quoting Wash. Indep. Tel. Ass’n v. Wash. Utils. &

Transp. Comm’n, 148 Wn.2d 887, 904, 64 P.3d 606 (2003)); RCW 34.05.574(1). As

long as the agency considered the circumstances underlying CenturyLink’s alleged
violation of RCW 80.36.080, we will not conclude that the Commission’s determination
was arbitrary and capricious merely based on the possibility that another factfinder may
have logically found that its conduct was reasonable under the circumstances. See

Rosemere Neigh. Ass’n v. Clark County, 170 Wn. App. 859, 872, 290 P.3d 142 (2012)

(citing Port of Seattle v. Pollution Control Hr'gs Bd., 151 Wn.2d 568, 589, 90 P.3d 659

(2004)).

As stated above, the Commission properly applied RCW 80.36.080 to
CenturyLink as a telecommunications service provider that was jointly responsible for
the provision of statewide 911 services. The Commission’s factual findings that
establish CenturyLink’s conduct was unreasonable so as to violate its responsibility as a
state telecommunications provider to provide modern, adequate, sufficient, and efficient

services are further supported by substantial evidence. Thus, because the
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Commission’s decision is grounded in both law and the record, we conclude its decision
was not arbitrary and capricious.
B. Cross-Examination of Rosen
Finally, CenturyLink avers that the Commission acted arbitrarily and capriciously
when the administrative law judge (ALJ) overseeing the evidentiary hearing purportedly
limited the development of CenturyLink’s cross-examination of Public Counsel’'s expert
witness Rosen. The record does not factually support CenturyLink’s characterization.
At cross CenturyLink’s counsel asked Rosen:

Q. If you test circuits with supplier diversity and supplier
diversity exists, and then Com[t]ech elects to replace two of those circuits
from a provider and replace them, shouldn't Com[tJech — Com[t]ech
contact CenturyLink and say we're making this change?

A. | —in my opinion, yes. In my opinion, CenturyLink should
have known. But the evidence doesn’t show that CenturyLink knew
anything about it. They had no interest in this part of the network. It was
hands off for them, and that was a big mistake, in my opinion.

Q. Okay. But you keep saying CenturyLink should have known?

A. Yes, they should have known.

Q. So just wait a second here. So if you're testing a network
and supplier diversity exists, two from someone else, two from you, and
the other party replaced the circuits that are from someone else, how am |
— am | supposed to go and ask CenturyLink? How many days should |
ask? Every day? Did you change the circuits today? The next day, did you
change the circuits today? Should | be asking this on a daily basis?

A No, but you probably would have had some agreement that
said if any changes are made, let me know.
Q. Isn’'t that something that Com[t]ech, since it was the one

making the change and knew of this, should have contacted CenturyLink
and told them?

[Public Counsel]: Asked and answered.

[ALJ]: Yes, this is becoming argumentative. So can we move
on, [CenturyLink’s counsel]?

[CenturyLink’s counsel]: Sure, Your Honor.
BY [CenturyLink’s counsel]:

Q. A general question, Mr. Rosen, how often do you think it was

—CenturyLink should go back and ask Com[t]lech was there any changes
to the network design?
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A. | don’t think that they needed to do that. | think Com[tlech

should have told them, but they never asked anything. They didn’t—they

weren’'t completely unaware of this part of the network. They did not know

anything about it. They never asked or their record doesn’t show them

asking any questions about it. And—and | think that that was wrong. They

should have known. And sure, Com|[tlech should have told them, but

CenturyLink should have asked. And | don’t mean every five minutes ask

them if something changed. | don’t think that that was reasonable, and

that’s not what | said.

CenturyLink then proceeded to refer to an exhibit and posed a hypothetical question to
Rosen related to Comtech’s communication with CenturyLink about their need for SS7
replacement circuits.

The above exchange that is recited by CenturyLink in its briefing does not
indicate that the ALJ’s prompt for CenturyLink’s counsel to “move on” prevented
CenturyLink from substantively developing Rosen’s testimony. By the time the ALJ
asked Rosen to move on, Rosen had already answered the question as to whether
Comtech should have informed CenturyLink about the change to their ESInet Il network,
“[IIn my opinion, yes.” CenturyLink does not explain how the ALJ erred in
acknowledging Public Counsel’'s objection to the repeated question, or how the ALJ’s
instruction substantively prevented the development of Rosen’s testimony. There is no
indication in the cited record that CenturyLink challenged, made argument, or otherwise
observed a limitation to their ability to advance their cross-examination of Rosen.2?

Thus, there is simply neither developed record nor argument to enable this court to

consider CenturyLink’s evidentiary contention.3° See RAP 10.3(a)(6); West v. Thurston

County, 168 Wn. App. 162, 187, 275 P.3d 1200 (2012) (stating that this court does not

2 CenturyLink seems to concede this point in their reply brief.

%0 This court otherwise reviews an administrative law judge’s evidentiary decision for
abuse of discretion. King County Pub. Hosp. Dist. No. 2 v. Dep’t of Health, 178 Wn.2d 363, 372,
309 P.3d 416 (2013). An abuse of discretion occurs when the administrative law judge’s
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consider conclusory or unreasoned arguments).

We affirm.

WE CONCUR:

Loy, 4 W, |

decision is manifestly unreasonable, exercised on tenable grounds, or exercised for untenable
reasons. McClure & Sons, Inc. v. Dep'’t of Lab. & Indus., 16 Wn. App. 2d 854, 862, 487 P.3d
186 (2021).
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BEFORE THE WASHINGTON
UTILITIES AND TRANSPORTATION COMMISSION

WASHINGTON UTILITIES AND DOCKET UT-190209
TRANSPORTATION COMMISSION,
Complainant, ORDER 03
V.
QWEST CORPORATION, d/b/a INITIAL ORDER DISMISSING
CENTURYLINK QC, COMPLAINT
Respondent.
BACKGROUND

On April 24, 2019, the Washington Utilities and Transportation Commission
(Commission) issued a Complaint and Notice of Prehearing Conference (Complaint)
concerning Qwest Corporation, d/b/a CenturyLink QC (CenturyLink or Company). The
Complaint alleges violations of a state statute and Commission rule arising from a 911
service outage affecting Washington residents in July 2017.

On May 24, 2019, the Commission entered Order 02, Prehearing Conference Order,
establishing a procedural schedule, including an evidentiary hearing on September 24,
2019. The Commission suspended the procedural schedule by notice on August 23, 2019,
to enable the parties to engage in settlement negotiations. Those negotiations did not

result in a settlement, and the Commission adopted a new procedural schedule on
September 25, 2019.

Pursuant to the revised schedule, Commission regulatory staff (Staff)! filed testimony in
support of the allegations in the Complaint on October 25, 2019. The Commission issued
a notice on November 14, 2019, revising the procedural schedule to accommodate a
party’s personal conflict. The Company and the Public Counsel Unit of the Washington
Attorney General’s Office (Public Counsel) filed response testimony on January 9, 2020,

!'In formal proceedings such as this, the Commission’s regulatory staff participates like any other
party, while the Commissioners make the decision. To assure fairness, the Commissioners, the
presiding administrative law judge, and the Commissioners’ policy and accounting advisors do
not discuss the merits of this proceeding with regulatory staff, or any other party, without giving
notice and opportunity for all parties to participate. See RCW 34.05.455.

Pursuant to RCW 80.01.060(3)
This packet is the final

Order in this docket.
App. 043


lwyse215
NOF Stamp


DOCKET UT-190209 PAGE 2
ORDER 03

consistent with the second revised procedural schedule. The parties filed rebuttal
testimony on February 13, 2020. Due to the state’s response to the COVID-19 pandemic,
the parties agreed to stipulate to the admission of the prefiled testimony and exhibits and
waive the evidentiary hearing.? The Commission canceled the hearing by notice issued on
March 20, 2020, and the parties filed briefs in support of their respective positions on
April 30, 2020.

Jennifer Cameron-Rulkowski, Assistant Attorney General, Lacey, Washington,
represents Staff. Lisa Anderl, in house counsel, Seattle, Washington, represents
CenturyLink. Lisa W. Gafken and Nina Suetake, Assistant Attorneys General, Seattle,
Washington, represent Public Counsel.

TESTIMONY

Turcott Direct. Michael L. Turcott, Transportation Planning Specialist in the
Commission’s Transportation Safety Division, provided direct testimony for Staff.
Turcott testifies that on July 12, 2017, the 911 system in Washington partially failed at
5:52 a.m. and was restored at 8:39 a.m., during which time 222 calls to 911 were not
completed. The Washington State Military Department (WMD) notified Staff of the
outage at 4:31 p.m. that afternoon. CenturyLink, the 911 service provider at the time
under contract with WMD, sent a “courtesy notification of non-major outage” to Staff on
July 14, 2017.3

Turcott explains that Staff conducted an investigation of the outage and learned that the
222 failed calls originated from eight unique wireline telephone numbers and 140 unique
mobile numbers. These calls represented 16 percent of the total number of 911 calls
placed during the outage period and affected 29 public service answering points, i.e., 911
call centers (PSAPs). According to Turcott, the outage resulted from a failed software
upgrade in the CenturyLink vendor’s Emergency Communications Management Center
(ECMC) in Englewood, Colorado. The event was not a “major outage” as defined in
WAC 480-120-021 because no PSAP suffered a total loss of service and the outage did
not affect more than 1,000 customers. Staff nevertheless is concerned with the
Company’s continued pattern of system failures and lack of timely reporting and

2 The Commission admits into the evidentiary record the exhibits listed in the Exhibit List
attached to this Order as Appendix A.

3 Turcott, Exh. MLT-1T.
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recommends that the Commission penalize CenturyLink up to $222,000 for 222
violations of RCW 80.36.080 and WAC 480-120-450(1).*

Baldwin Response. Susan M. Baldwin, an independent consultant, testified on behalf of
Public Counsel. Baldwin describes the partial outage and provides confidential
information elaborating on the cause of the switch upgrade failure that resulted in the
event. She also discusses the Network Outage Reporting System (NORS) report that
CenturyLink filed with the Federal Communications Commission (FCC) concerning the
incident and summarizes prior CenturyLink service outages, particularly the 911 outage
in April 2014 for which the Commission penalized the Company $2,854,750 in Docket
UT-140597. She explains her view that the outage at issue in this proceeding exemplifies
the importance of a reliable, robust 911 system.’

Baldwin agrees with Staff that the Commission should find CenturyLink liable for 222
violations of RCW 80.36.080 and WAC 480-120-450(1). She analyzes the factors the
Commission considers when determining the type of action to take or level of penalty to
impose when enforcing statutes and rules within its jurisdiction, and she recommends that
the Commission impose the maximum penalty of $222,000. She further recommends that
the Commission require providers to submit to the Commission the NORS reports they
file with the FCC.®

Grate Response. Philip E. Grate, CenturyLink Government Affairs Director for
Washington, testified for the Company. Grate describes the incident and opines that the
failed calls do not constitute violations of RCW 80.36.080 or WAC 480-120-450(1). He
summarizes the evolution of 911 service and contends that the Commission rule is
specific to enhanced 911 (E911) and thus does not apply to the next generation 911
(NG911) that is currently being provided in Washington or to the statewide 911 call
routing and data management service that CenturyLink provided under contract with
WMD. He also argues that the rule is inapplicable because it requires LECs to transport
911 calls to the selective router, and the 222 calls were delivered to that point but failed
due to a maintenance problem further into the network.”

4 Id.; Exh. MLT-2 (Staff Investigation Report).
5 Baldwin, Exh. SMB-1CT.

S 1d.

7 Grate, Exh. PEG-1T.
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Nor does Grate believe that CenturyLink violated RCW 80.36.080. He claims that Staff
has not identified any Company equipment or facilities that are not in good condition and
repair, as the statute requires, or offer any evidence that the appliances, instrumentalities,
or services of CenturyLink or its vendor are not modern or efficient. Grate asserts that the
contract between CenturyLink and WMD governed the service at issue in this
proceeding, and even if CenturyLink had violated the statute or the rule, the incident
represents only a single violation for the event itself, not 222 violations calculated on a
per call basis. Finally, Grate questions why Staff would even bring the complaint when
the incident occurred while the vendor was upgrading its facilities and service and
CenturyLink is no longer the statewide 911 provider.®

Mills Response. Random Mills, Senior Voice Engineer for Intrado Life & Safety, Inc.
(fka West Safety Services, Inc.) (Intrado), also testified on behalf of CenturyLink. Mills
was the engineer who noticed the partial outage, undertook remedial action, and worked
with the switch vendor to find a solution. He explains that the incident occurred during a
maintenance window that was part of a larger project to upgrade Intrado’s redundant
emergency voice switches that began in late 2016 after a year of planning. The upgraded
switches, he testified, enhanced the reliability and resiliency of CenturyLink’s 911 service via
Intrado’s 911 network, and the upgrade was a network necessity because the legacy switches
were at the end of their useful life and needed to be replaced to ensure continued and prompt
support and repair. Mills’ team implemented the switch upgrade project in incremental stages
to minimize and isolate potential network impact. Because of the large quantity of 911 calls
in Washington, they intentionally planned the Washington migration at the end of the project
timeline after full development of their procedures. They had not experienced any service
interruptions in the eight months prior to the migration of Washington traffic on July 12,
2017, and did not have any other issues in Washington thereafter.’

Mills describes the partial outage at issue in this proceeding as follows:

On the day of the interruption, Intrado was in the process of migrating a
portion of the Washington 911 traffic to the new switch in Englewood,
Colorado. Part of this migration process involved exporting the database with
all trunk group information from our legacy switch to our new switch, which
includes Ingress Trunk Group (ITG) flag information. During the insertion
phase of the database transfer, a machine error resulted in ITG flags not
uploading correctly to the provisioning database for the new Englewood

8 1d.
9 Mills, Exh. RM-1CT.
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switch for a small portion of the migrating trunk groups. The ITG flag is
responsible for informing the Intrado Emergency Call Management Center
(ECMC) where the 911 call originated and what default PSAP is associated
with the connected trunk group. Without the ITG tag, the ECMC in
Englewood, Colorado rejected certain 911 calls from affected trunk groups
during the interruption on July 12, 2017, because the ECMC did not have the
necessary routing information for delivery to the appropriate PSAPs. The
affected 911 calls were returned to the originating service providers (OSPs)
with a cause code 34, which translates to “no circuits available.” At that
point, the OSPs should have attempted to redirect the call to Intrado’s
alternate switch and ECMC in Miami, which was processing calls without
issue during the 911 interruption. Our records indicate that over a thousand
calls successfully re-routed to the Miami ECMC during the interruption.'”

Mills testified that the loss of ITG flags he describes resulted because of configuration errors
on the server that maintains the trunk provisioning database. He claims that once Intrado
discovered those errors, it immediately corrected the issue, and the migration proceeded
without further 911 interruption.!! “Based on all available information and experience,
Intrado had no way to know that the provisioning server would fail to transmit all ITG tag
data during the Washington migration on July 12, 2017.”!? He describes the precautions
Intrado took to ensure that a database error did not occur:

Traffic was selectively migrated in small segments during short, off-hour
maintenance windows in the middle of the night in order to minimize and
isolate potential network issues. As a result, the interruption was both
relatively short in duration and scope, with prompt root cause identification
and only a small number [of] migrated trunks affected by the incident. |
believe it is important to note that 911 service in Washington was never “hard
down” during this partial interruption, meaning 911 calls continued to process
during the incident. Intrado’s alternate switch in Miami was also fully
operational and capable of receiving re-routed calls by OSPs during the
interruption, and did in fact successfully receive over a thousand such re-
routed calls.

1074 at 2-3.
Jd at 7:12-15.
1274 at 9:8-10.
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Additionally, we applied two-stage data validation prior to all traffic
migration, which included a check of all trunk data from the legacy . . . switch
and a check of all data after database conversion. We also deployed network
alarms during the switch project, which worked as designed by identifying
the lack of ITG tags for the affected 911 calls during the interruption on July
12,2017.7

Mills also describes Intrado’s and CenturyLink’s response to the outage:

[O]ur call failure alarms worked as designed and identified the lack of ITG
tags on certain trunk groups during the interruption. Intrado responded
promptly and internal fault management protocols were triggered. Intrado
engaged in direct communication with CenturyLink — each company has a
network operations center (NOC) and NOC-to-NOC communication was set
up immediately. Intrado then forced a busy condition on the affected trunks,
which in turn forced 911 calls to automatically alternate route to our switch in

Miami.'

[A]fter the service interruption, Intrado added a third validation check to the
database migration process requiring our technicians to manually inspect all
trunk group data after transfer completion by the provisioning server.
Additionally, we implemented a policy of pre-notification of all maintenance
events to CenturyLink regardless of severity level or disruption potential. We
also upgraded the physical resources of our provisioning server and restricted

user access to reduce the potential for unforeseen resource absorption.'

Mills believes that Intrado methodically and responsibly performed the switch upgrade
project and that the partial outage was the result of unforeseeable machine error that
occurred despite two years of planning and mitigation measures. He also contends that
Intrado’s network and fault management process worked as designed, minimizing the impact
of the incident, and that Intrado implemented remedial measures immediately after the

3 ]1d at 8:5-19.
141d at 9:12-18.
5 Jd. at 10:6-12.
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interruption to prevent any recurrence. Under these circumstances, he opines, penalties are
not warranted.'®

Turcott Rebuttal. Turcott responded to Mills by summarizing provisions in Order 03 in
Docket UT-140597 related to the issues in this proceeding. Turcott contends that the year
of planning that Mills described was sufficient time to address all potential 911 issues,
including the malfunction that resulted in the partial outage, and that machine error is the
result of human error and is no less significant. Turcott also is not comforted by the
relatively short duration and scope of the outage, which he believes is of little consolation
to the 148 affected customers who needed emergency assistance.!” He is similarly
unimpressed with the remedial measures the companies took after the outage because
“[a]s a lay-person I would expect that Intrado or CenturyLink would have taken these steps
before.”'® In sum, Turcott thinks “Mills did the best he could to provide an explanation for
the inexcusable, that is, a failure of the system which is expected to provide reliable 911
service to Washington consumers.”!”

Turcott points out that Grate concedes that 222 calls to 911 were not completed. Turcott
claims that the customers who placed those calls would not be satisfied that the calls
reached the selective router, nor would they be interested in which generation of 911 the
Company was providing. Rather, lives depend on whatever technology is used to provide
911 service resulting in every call being completed every time, and he interprets WAC
480-120-450 to establish that requirement. Turcott also adheres to his position that
CenturyLink’s facilities, through its contractor Intrado, were not adequate or sufficient and
failed to provide reliable 911 service to Washington consumers in violation of RCW
80.36.080. He observes that assessing penalties on a per call basis is consistent with
Commission practice and settlement agreements to which CenturyLink has been a party and
that Staff appropriately recommends a penalty amount that is substantially less than the
maximum Staff could have requested and that the Commission could impose.2’

Baldwin Rebuttal. Baldwin observes that she and the Company’s witnesses agree on the
general facts of the outage but diverge on whether the outage violated the applicable
statute and rule. She believes that by focusing on the technology and technical

16 ]d. at 11-12.

17 Turcott, Exh. MLT-3T at 2-4.
18 1d. at 5:6-7.

¥7d. at 5:15-17.

2 Id. at 6-8.
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configuration of CenturyLink’s provisioning of 911 service, “CenturyLink is ‘splitting
hairs’ and in so doing, ignores the seemingly clear intent of the Commission to ensure that
consumers have safe, adequate and reliable 911 service.”?' She also does not consider the
need to upgrade the 911 switches as a justification for the outage. Rather, she concludes that
“even if the decision to upgrade 911 technology is completely prudent and necessary to
maintain adequate service, the adverse consequences of failing to implement the change
without disruption to the 911 system remains CenturyLink’s responsibility.”?? She continues
to assert that the Company violated its legal obligations and does not alter her
recommendation that the Commission impose a penalty of $220,000.

Grate Rebuttal. Grate responds to Baldwin’s response testimony. He claims that, contrary
to her assertions, CenturyLink had adequate management and oversight systems in place
at the time of the incident and continues to use the processes it adopted to implement
measures to minimize 911 service disruptions the Company adopted in the wake of the
Commission decision in Docket UT-140597. He also disputes Baldwin’s analysis of the
Commission enforcement factors, as well as their applicability, and provides his own
assessment of those factors. He further observes that CenturyLink has been providing
NORS reports to the Commission for the past two years. Grate continues to contend that
WAC 480-120-450(1) does not apply to the incident and that there is no proper basis for
a complaint or fine against CenturyLink as a result of the incident.?’

Mills Rebuttal. Mills also responds to Baldwin. He explains that “the partial interruption
on July 12, 2017, resulted from a failed data import from the trunk provisioning server that
maintained the trunk provisioning database for the Englewood, CO switch,” not a failed
software update as Baldwin states.”* He distinguishes the incident at issue in this docket from
the outage the Commission addressed in Docket UT-140597:

[T]he 2014 and 2017 outages were very different in cause, duration, scope
and impact. The 2014 outage lasted more than six hours, impeded over 6,600
callsto 911 across multiple states with 5,684 of those calls in Washington,
resulted from a trunk assignment counter exceeding its configured threshold,
and was accompanied by deficient alarming and delayed root cause
identification and service restoration. After the 2014 outage, Intrado
implemented a multi-year project plan to improve process planning and

2 Baldwin, Exh. SMB-11T at 3:12-14.
2 ]d. at 7:19-22.

2 Grate, Exh. PEG-2T.

24 Mills, Exh. RM-3TC at 3:6-9.
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incident response, change event management, methods of procedure, outage
alarming, identification, response and recovery, network and hardware
improvement, testing and probing, and repair. These steps vastly improved
Intrado’s management and oversight of its network and processes to both
reduce the risk of error occurrence and advance outage awareness and rapid
service restoration. [ firmly believe that these improvements directly
contributed to Intrado’s detailed project planning and oversight of the switch
upgrade event in 2017, which significantly reduced the duration and scope of
the partial July 12, 2017, service interruption. These process and oversight
improvements also directly contributed to Intrado’s swift identification and
service restoration for the July 12, 2017, interruption.

Unfortunately, as the Commission acknowledged in its 2016 statement quoted
by Ms. Baldwin, no 911 system is foolproof and errors do occur like the
unforeseeable server error that caused the 2017 interruption. What matters
most is operator oversight and management of their systems to reduce the
risks of errors and to provide rapid outage awareness and service restoration.
By fulfilling these objectives in the 2017 switch upgrade and interruption,
Intrado was able to limit the scope of the July 2017 interruption to a partial
outage with limited call impact compared to major, multi-state outages like
the 2014 event. The July 2017 incident was the only service interruption
during our entire year-long project implementation to upgrade our end-of-life
voice switches.?

Finally, Mills elaborates on the switch upgrade project during which the partial outage
occurred. He concludes that “the relevant facts and circumstances demonstrate the switch
upgrade project was implemented so as to ensure adequate management and oversight
systems were in place to reduce the risks of errors and to provide rapid awareness and

restoral of the 2017 partial 911 interruption.”?®

DISCUSSION AND DECISION

The Commission has previously recognized that “[t]he citizens of this state reasonably
rely on their ability to access emergency services by dialing 911. Their inability to do so
for even a brief period of time poses a serious threat to public health, safety, and welfare,

25 Id. at 4:3 — 5:4.
2 Id. at 7:3-6.
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not just a violation of statute and Commission rules.”?’ Accordingly, we share Staff’s and
Public Counsel’s concerns with the negative impacts on the 148 customers who placed
222 uncompleted calls to 911 during a three hour period on July 12, 2017. We
nevertheless find, based on the record evidence, that the lack of completion of these calls
does not rise to the level of violations of RCW 80.36.080 and WAC 480-120-450(1).

The statute states, in relevant part, that service provided “by any telecommunications
company shall be rendered and performed in a prompt, expeditious and efficient manner
and the facilities, instrumentalities and equipment furnished by it shall be safe, kept in
good condition and repair, and its appliances, instrumentalities and service shall be
modern, adequate, sufficient and efficient.”?® CenturyLink is a telecommunications
company, and no party disputes that the 911 service the Company provided under
contract to WMD is a telecommunications service. CenturyLink and that service,
therefore, must comply with the statutory mandate.

Staff and Public Counsel contend that CenturyLink violated the statute 222 times — one
violation for each of the calls to 911 that were not completed. CenturyLink maintains that
if the Commission were to find the Company failed to comply with the statute,
CenturyLink could only be liable for one violation for the entire outage. Neither
argument is fully consistent with the Commission’s prior decisions. The statute is framed
in terms of system integrity: telecommunications company services must be rendered
promptly, expeditiously, and efficiently; company facilities and equipment must be safe
and in good condition and repair; and service must be modern, adequate, sufficient, and
efficient. A deficiency on any of these grounds often will impact the completion or
quality of customers’ calls. Call incompletions, in and of themselves, are not necessarily
statutory violations. But if a systemic company, service, or network deficiency results in
uncompleted calls, each such call is a separate violation of applicable law.

Accordingly, we must determine whether the 911 calls at issue in this proceeding failed
as a result of CenturyLink’s noncompliance with the systemic requirements in RCW
80.36.080. Only if we find such noncompliance could the Commission hold CenturyLink
liable for 222 statutory violations. The Commission provided guidance on making this
determination in its order approving the settlement agreement in Docket UT-140597:

PWUTC v. CenturyLink, Docket UT-140597, Order 03, Final Order Approving Settlement
Agreement § 9 (Feb. 22, 2016) (UT-140597 Order 03).

28 RCW 80.36.080.
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No system is foolproof, whether it depends on computers, people, or a
combination of both. Errors will inevitably occur in software coding, for
example, both in its development and in its deployment in actual 911
operating systems. What is important for our review is to ensure that
CenturyLink has adequate management and oversight systems in place to
both reduce the risks of such errors occurring and also to have systems in
place to provide awareness of outages and to restore 911 service as rapidly
as possible.?’

The Commission thus requires the Company to take all reasonable steps to reduce the
foreseeable risks of a 911 outage and to deploy systems that will limit, detect, and
immediately remedy whatever service interruptions occur.

The evidence presented here supports a finding that the failed data import that caused the
partial outage was not reasonably foreseeable and that CenturyLink, in conjunction with
its vendor Intrado, took reasonable steps in planning and implementing the switch
upgrade to reduce the risk of error, provide prompt awareness of the outage, and restore
911 service as rapidly as possible. Intrado planned the switch upgrade for a year before
beginning implementation and selectively migrated traffic in small segments during short,
off-hour maintenance windows in the middle of the night in order to minimize and isolate
potential network issues. The migration had been ongoing for eight months before the data
import failed, and when it did, the call failure alarms worked as designed and identified the
issue. Intrado then coordinated with CenturyLink to promptly resolve the problem and to put
additional safety measures in place to prevent a recurrence.

Neither Staff nor Public Counsel identify anything CenturyLink or Intrado did improperly or
could have done differently to further minimize the risk of an outage other than Turcott’s
admittedly lay opinion that the companies should have previously taken the remedial
measures they put in place after the outage.’® Turcott, however, offers no explanation for
how Intrado should have known in advance that such measures would be necessary or how
the planning and implementation process could have been revised to incorporate them.
General opinion that is not based on experience or expertise in technical 911 provisioning

2 UT-140597 Order 03 9 25.
3% Turcott, Exh. MLT-3T at 5:6-7.
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does not outweigh the specific testimony of an engineer with 20 years of experience in the
31

telecommunications industry who actively participated in the switch upgrade process.
Staff and Public Counsel essentially argue that the mere existence of the outage is sufficient
to prove the alleged violations and supports up to the maximum statutory penalty for each of
the uncompleted calls. The Commission, however, has never interpreted the statute to impose
strict liability for 911 call incompletion.*> Companies must adequately maintain their
networks and make all reasonable effiorts to provide safe, modern, and efficient service,
minimize the risk of disruptions, and quickly detect and remedy any outages. Failure to
comply with those requirements results in liability. Meeting those obligations does not.

Commission rules are not to the contrary. WAC 480-120-450(1) requires that “[1]ocal
exchange companies (LECs) must provide enhanced 9-1-1 (E911) services.”** That
requirement, like the statute, is a general obligation that does not expressly require the
LEC to complete each and every call.** That certainly is the goal. A single 911 call that is

31 See UT-140597 Order 03 q 13 (finding that the views of a witness with “no particular technical
expertise in the provision of 911 service . . . are not entitled to greater weight than those of other
witnesses” on that subject).

32 Strict liability, i.e., responsibility without fault or intent, is a doctrine in tort law that most often
requires compensation for an innocent person who suffers injury through the nonculpable but
abnormally dangerous activities of another. £.g., Klein v. Pyrodyne Corp., 117 Wn.2d 1, 817 P.2d
1359 (1991). The Commission has no authority to award such compensation, nor is the
provisioning of 911 service an abnormally dangerous activity. The doctrine also applies in
criminal law to preclude mistakes of fact as a defense to certain crimes such as possession
offenses or selling alcohol to minors. The Complaint does not allege that CenturyLink violated
any criminal statutes, nor are any mistakes of fact at issue in this proceeding.

3 We reject CenturyLink’s contention that by using the term “enhanced 9-1-1 (E911),” the rule
does not apply to the NG911 service CenturyLink provided. Such an interpretation, at best, would
render the entire rule moot, and at worst could result in LECs adhering to the type of 911
provisioning in existence when the Commission promulgated the rule, rather than upgrade their
networks to provide the latest technology. The rule does not define “enhanced 9-1-1,” and we
interpret that term to include all 911 emergency calling service. As Shakespeare observed, “That
which we call a rose by any other name would smell as sweet,” Romeo and Juliet, Act 11, Scene
2, and the rule regulates service accessed through dialing 9-1-1 by whatever name that service is
called.

34 CenturyLink argues that the rule also does not apply in this case because all of the calls reached
the selective router, and the rule provides that the required services include “the ability for
customers to dial 911 with the call and caller’s [Emergency Location Identification Number]
transmitted to the E911 selective router serving the location associated with the [Emergency
Response Location] for that line.” WAC 480-120-450(1)(a). Staff correctly counters that the 911
services that LECs must provide are not limited to call delivery to the selective router but include
all aspects of delivering a call from the customer to the PSAP, including the portion of the call
routing and information CenturyLink provided under contract with WMD.
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not completed is one call too many. The Commission, however, has never required
perfection for a service provider to be in compliance with Commission rules. Rather, a
company is responsible for call failures only to the extent that it has not taken all
reasonable measures to prevent, limit, and remedy them. Based on the evidence
presented, CenturyLink took such measures in this case.

Even if we were to conclude that the outage violated RCW 80.36.080 and WAC 480-120-
450(1), we would not assess a penalty for the violations. “The Commission’s ultimate
objective in any enforcement action is to obtain compliance with applicable law.”3
Penalties primarily provide an incentive to comply with legal requirements. For such an
incentive to be effective, the Commission should inform the transgressor of the actions it
needs to take to bring its services, network, or operations into line with its obligations.
The record in this proceeding is devoid of any such changes CenturyLink or Intrado
should have made or need to make. CenturyLink no longer even provides 911 service
under contract with WMD. Assessing penalties under these circumstances would provide

no incentive whatsoever for CenturyLink to comply with applicable law.

Penalties also punish unlawful behavior. Again, however, Staff and Public Counsel
complain only about the results of the malfunction that occurred during CenturyLink’s
switch migration project in Washington, not any particular aspects of the project planning
or implementation. Punishment is not appropriate for an unforeseeable event that the
Company took all reasonable measures to minimize, detect, and quickly remedy.

We find that the partial 911 outage on July 12, 2017, was not the result of a violation of
RCW 80.36.080 or WAC 480-120-450(1). Rather, the incident was caused by an
unforeseeable network malfunction that occurred during a well-planned switch upgrade that
CenturyLink and Intrado promptly detected and remedied. The Commission, therefore,
dismisses the complaint against CenturyLink.

FINDINGS OF FACT

(1) The Commission is an agency of the State of Washington, vested by statute with
authority to regulate rates, rules, regulations, practices, and accounts of public
service companies, including telecommunications companies.

(2) CenturyLink is a public service company regulated by the Commission, providing
service as a telecommunications company.

33 UT-140597 Order 03 9 10.
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(3)

C)

(%)

(6)

()

(®)

&)

(10)

(11)

On July 12, 2017, the 911 system in Washington partially failed at 5:52 a.m. and
was restored at 8:39 a.m., during which time 222 calls to 911 were not completed.

The 222 failed calls originated from eight unique wireline telephone numbers and
140 unique mobile numbers. These calls represented 16 percent of the total
number of 911 calls placed during the outage period and affected 29 PSAPs.

At the time of the incident, CenturyLink was the statewide 911 service provider
under a contract with WMD, and Intrado was CenturyLink’s vendor provisioning

the service.

WMD notified Staff of the call failures at 4:31 p.m. on July 12, 2017.
CenturyLink sent a courtesy notification of non-major outage to Staff on July 14,
2017.

The call failures occurred during a maintenance window that was part of a larger
project to upgrade Intrado’s redundant emergency voice switches that began in
late 2016 after a year of planning. The legacy switches were at the end of their
useful life and needed to be replaced to ensure continued and prompt support and

repair.

During the switch replacement project, Intrado selectively migrated voice traffic
according to a detailed project plan in small segments during short, off-hour
maintenance windows in the middle of the night to minimize and isolate potential
network issues. Intrado applied two-stage data validation and deployed network
alarms prior to all traffic migration, which included a check of all trunk data from the

legacy switch and a check of all data after database conversion.

Intrado planned the Washington traffic migration at the end of the project timeline,
after full development of the procedures, because of the large quantity of 911 calls in
this state. Intrado did not experience any service interruptions in the eight months of
implementing the switch upgrade that preceded the migration of Washington traffic
on July 12, 2017, and did not have any other issues in Washington thereafter.

The call failures resulted from a failed data import from the trunk provisioning server
that maintained the trunk provisioning database for Intrado’s Englewood, Colorado
switch.

Intrado’s call failure alarms identified the failed data import on certain trunk groups
during the interuption, triggering internal fault management protocols. Intrado
engaged in direct communication with CenturyLink and forced a busy condition on
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(12)

)

(2)

(3)

C)

(%)
(6)
()

the affected trunks, which in turn forced 911 calls to automatically re-route to

Intrado’s switch in Miami.

After remedying the call failures, Intrado (1) added a third validation check to the
database migration process requiring its technicians to manually inspect all trunk
group data after transter completion by the provisioning server; (2) implemented a
policy of pre-notification of all maintenance events to CenturyLink regardless of
severity level or disruption potential, and (3) upgraded the physical resources of its
provisioning server and restricted user access to reduce the potential for unforeseen

resource absorption.
CONCLUSIONS OF LAW

The Commission has jurisdiction over the subject matter of, and parties to, this
proceeding,.

The statewide 911 service CenturyLink was providing under contract with WMD
on July 12, 2017, is a telecommunications service subject to the requirements in
RCW 80.36.080 and WAC 480-120-450(1).

On July 12, 2017, CenturyLink had adequate management and oversight systems
in place in its provisioning of 911 service to reduce the risks of errors, to provide

awareness of outages, and to restore service as rapidly as possible.

The partial 911 outage on July 12, 2017, was not due to any violation of applicable
law but was the result of a network malfunction that was not reasonably foreseeable,
that occurred during a well-planned switch upgrade, and that CenturyLink and
Intrado promptly detected and remedied.

CenturyLink did not violate RCW 80.36.080.

CenturyLink did not violate WAC 480-120-450(1).

The Commission should dismiss the complaint against CenturyLink.
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ORDER

THE COMMISSION ORDERS that the complaint against @west Corporation, d/b/a
CenturyLink @C, is DISMISSED.

Dated at Olympia, Washington, and effective June 25, 2020.

WASHINGTON UTILITIES AND TRANSPORTATION COMMISSION

Is/ Gregory J. Kopte
GREGORY J. KOPTA
Administrative Law Judge

NOTICE TO PARTIES

This is an Initial Order. The action proposed in this Initial Order is not yet effective. If
you disagree with this Initial Order and want the Commission to consider your
comments, you must take specific action within the time limits outlined below. If you
agree with this Initial Order, and you would like the Order to become final before the
time limits expire, you may send a letter to the Commission, waiving your right to
petition for administrative review.

WAC 480-07-825(2)(a) provides that any party to this proceeding has twenty (20) days
after the entry of this Initial Order to file a Petition for Review. What must be included in
any Petition and other requirements for a Petition are stated in WAC 480-07-825(2)(b).
WAC 480-07-825(2)(c) states that any party may file and serve an 4nswer to a Petition
for Review within ten (10) days after the Petition is filed.

WAC 480-07-830 provides that before entry of a Final Order any party may file a
Petition to Reopen a contested proceeding to permit receipt of evidence essential to a
decision, but unavailable and not reasonably discoverable at the time of hearing, or for
other good and sufficient cause. No Answer to a Petition to Reopen will be accepted for
filing absent express notice by the Commission calling for such answer.

RCW 80.01.060(3) provides that an Initial Order will become final without further
Commission action if no party seeks administrative review of the Initial Order and if the
Commission fails to exercise administrative review on its own motion.

Any Petition or Response must be electronically filed through the Commission’s web
portal as required by WAC 480-07-140(5). Any Petition or Response filed must also be
electronically served on each party of record as required by WAC 480-07-140(1)(b).
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RCW 80.36.080 Rates, services, and facilities. All rates,
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